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Guðmundur Kristinn Birgisson was appointed
Chief Risk Officer at Íslandsbanki in October
2018. Guðmundur joined the Bank in 2011
and was Executive Director of Lending in the
Bank’s Personal Banking Division before being
appointed CRO. Guðmundur holds a Ph.D. in
MathematicsEducation from IndianaUniversity
andhasawide rangeofprofessional experience.

The Bank’s loan portfolio grew by almost 12% in

2018aseconomicconditions in Icelandcontinued

to be favourable, and credit quality is high on all

measures. The Bank’s capital position was strong

throughout the year, and the capital ratio at year-

end was 22.2%, well above the target range of

19.3–20.8%. TheBank’s liquidity position is strong

and, accordingly, theLiquidityCoverageRatio and

Net Stable Funding Ratio are well above regulato-

ry and internal limits. The LCR for all currencies at

year-endwas153% for theBank and172% for the

Group.

The year 2018 marked an important milestone

in the development of the Bank’s IT infrastruc-

ture as legacy systems for payments and deposits

were replaced by new core banking systems run

by Reiknistofa Bankanna (RB). The preparation for

the launch of the new systems began in 2015 and

included amajor overhaul of theBank’s infrastruc-

ture, making the Bank much better prepared for

the development of digital customer journeys and

open banking. The renewal of legacy IT systems is

complicatedandalthough theproject reducesop-

erational risk in the long run, the project itself en-

tailed substantial operational risk in the short run.

Theproject related riskwas closelymonitored, and

risk assessment, riskmanagement and contingen-

cy planningwas an integral part of the project. The

implementationwas overall deemed successful by

the Bank.

After careful preparation and testing, the Bank

launched its first fully-automated credit processes

in 2018, as credit approvals for modest overdrafts

and credit card limits for individuals became auto-

matic. Both products are offered digitally through

the Bank’s mobile apps, enabling instantaneous

service around the clock. This development is ex-

pected to continue with more and more products

being offered through digital distribution chan-

nels. This provides both challenges and opportu-

nities for risk management. New skill sets are re-

quired for managing risk in automated process-

es, but effective use of data also supports better

risk assessment and enables the development of

riskmanagementmodels as well asmodels for de-

cision making. The Bank’s IT risk and model risk

frameworks have been strengthened to support

the strategic direction towards further digitalisa-

tion.

According to Íslandsbanki Research’s macro-

economic forecast, there are clear signs that the

growth of the Icelandic economy is slowing down.

Nevertheless, The Financial Supervisory Authority

has announcedan increase of the counter-cyclical

capital buffer by 50 basis points in May 2019 and

again by another 25 bps in January 2020. This in-

creasewill be reflected in theBank’s capital target.

Although the capital controls have effectively

been fully lifted, somemeasures taken by the gov-

ernment in the wake of the financial crises are still

in place, most notably taxes that were imposed

on financial institutions as a temporary measure.

A working group appointed by the Minister of Fi-

nanceandEconomicAffairspublishedaWhitePa-

per on a Future Vision for the Financial System

in December 2018. The report confirms that risk

in the Icelandic banking system has been signifi-

cantly reduced since the financial crisis, banks are

more capable of dealing with shocks, supervision

is stronger and contingency plans have been pre-

pared. The report also points out that the small

market size, high taxes and relatively high capital

requirements result in what is referred to as the

“Iceland premium” on interest rates for Icelandic

bank customers. According to the report, there is

anopportunity todecrease the interest ratespread

for Icelandic consumers by lowering the special

Icelandic bank taxes.
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Íslandsbanki’s Pillar 3 Report contains information on risk management, risk measurement, mate-
rial risk exposures, capital adequacy and liquidity adequacy, in accordance with Icelandic law and
European Regulation. The report should provide market participants and other stakeholders with
information that facilitates a better understanding of the Bank’s risk profile and capital adequacy.

1.1 Regulatory Background

The EU Capital Requirements Directive IV1 and

theEURegulationonPrudentialRequirements for

Credit Institutions and Investment Firms2, here-

after referred to together as CRD IV, have for the

most part been transposed into Icelandic law by

amendmentsmade to theAct onFinancialUnder-

takings3 andwith theRegulationon thePrudential

Requirements for Financial Undertakings.4 These

amendments incorporate, amongother things, the

CRD IV capital buffer requirements, disclosure re-

quirements, minimum leverage ratio, supervisory

review and evaluation process and capital defini-

tions.

The scope of the CRD IV is broken into the fol-

lowing components:

– Pillar 1 – Rules for risk coverage, calculation of

the capital requirements, quality of capital and

minimum leverage ratio. Pillar 1 sets the mini-

mum capital requirement for credit, market and

operational risk.

– Pillar 2 – Supervisory Review and Evaluation

Process (SREP) and framework for banks’ In-

ternal Capital Adequacy Assessment Process

1Directive 2013/36/EU
2Regulation 575/2013/EU
3Act no. 161/2002 on Financial Undertakings
4Regulation no. 233/2017 on the Prudential Require-

ments for Financial Undertakings

(ICAAP) and Internal Liquidity Adequacy As-

sessment Process (ILAAP).

– Global liquidity standard and supervision mon-

itoring – Rules on minimum liquidity (LCR) and

stable funding (NSFR) requirements.

– Pillar 3 – Market discipline through disclosure

requirements.

For each of the Pillar 1 risk factors, the CRD IV al-

lows for different methods to be used for calculat-

ing the minimum capital requirements and there-

by risk exposure amount (REA). For credit risk and

market risk, the Bank uses the standardised ap-

proach to calculate the capital requirements and

for operational risk the Basic Indicator Approach.

The minimum capital requirements under Pillar 1

are 8% of REA.

Pillar 2 sets out total regulatory requirements

for the Bank, in view of its risk profile, by means of

additional capital requirements for risk factors not

addressed or not adequately covered under Pil-

lar 1. The Bank’s internal capital adequacy assess-

ment is then reviewed by the Financial Superviso-

ryAuthority (FME) through the supervisory review

and evaluation process (SREP). The SREP also in-

cludesa reviewof theBank’s liquidityadequacyas-

sessmentand if theBankadequately identifiesand

measures its liquidity risk, holds adequate liquidity

in relation to its risk profile and if it uses sound risk

management systems and processes to support it.

TheCentral Bank (CB), which is themain super-

visory authority regarding liquidity risk in Iceland,

has adopted the CRD IV liquidity measures into

the Icelandic rules on liquidity ratio.5

The European Banking Authority (EBA) issued

Pillar 3 Guidelines6 on disclosure requirements

under Part Eight of CRR. The guidelines include

specific guidance and prescribed tables and tem-

plates, which are regarded as a significant step

towards enhancing consistency and comparabil-

ity between banks through their regulatory dis-

closures. This Pillar 3 Report contains information

in accordance with the disclosure requirements in

the formofstandardisedEBAtables.Thetablesare

included in an Excel sheet on the Bank’s website

and will hereafter be referred to as Additional Pil-

lar 3 Disclosure.7

The Pillar 3 Report is intended to allow mar-

ket participants to assess key information on capi-

tal, risk exposures, risk assessment processes, and

hence the capital adequacy of the institution.

1.2 Consolidation

The Pillar 3 Report includes figures for the consol-

idated group, hereafter referred to as Íslandsbanki

or the Group unless specifically noted by referring

to the Bank or parent. Names and primary busi-

nesses of major subsidiaries at year-end 2018 are

listed in Exhibit 1.1.

5Central Bank Rules no. 266/2017 on Liquidity Ratio
6EBA Guidelines on disclosure requirements under Part

Eight of Regulation (EU) no 575/2013
7www.islandsbanki.is
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Exhibit 1.1. Íslandsbanki’s major subsidiaries at year-end 2018.

Name Main Business Ownership Country

       

Borgun hf. Payment acquirer and issuing processor 63.5% Iceland

B-paymentGroup Szolgáltató Zrt. Payment processing company 100% Hungary

Íslandssjóðir hf. Investment fundmanagement company 100% Iceland

Hringur-eignarhaldsfélag ehf. Holding company 100% Iceland

Allianz Ísland hf. Insurance agent 100% Iceland

1.3 Disclosure andCommunication Policy

Íslandsbanki has in place a formal Disclosure and

Communication Policy approved by the Board of

Directors. The policy outlines the governing prin-

ciples and framework for external disclosure and

communication.

Risk and capital management disclosure aims

at giving a true and fair view of the Bank’s capi-

tal structure andadequacy,material risk exposures

and risk assessmentprocessesandgovernance. Ís-

landsbanki may decide not to disclose informa-

tion that is considered immaterial. In addition, the

Bank will not disclose information that is deemed

to be proprietary or confidential. The classifica-

tion of proprietary and confidential information is

based on the relevant Icelandic laws and regula-

tions as well as the Bank’s own assessment.

The main channel for Íslandsbanki’s risk and

capital management disclosure is through the Pil-

lar 3 Report, the Annual Report, Consolidated Fi-

nancial Statements and investor presentations. All

these documents are available on theBank’s web-

site.8 The Pillar 3 Report is published annually in

conjunction with the Annual Report and the Con-

solidatedFinancial Statements. TheAdditionalPil-

lar 3 Disclosure that is published in an Excel sheet

8www.islandsbanki.is

on the Bank’s website is partially updated quar-

terly and semi-annually. If material risk exposures

change significantly between reporting periods,

Íslandsbanki can choose to disclose information

thereonmore frequently.

1.4 Verification

The Pillar 3 Report has not been audited by exter-

nal auditors and does not form a part of Íslands-

banki’s audited financial statements. However, it

has been appropriately verified internally and in-

cludes information from the auditedConsolidated

Financial Statements 2018.

The Pillar 3 Report has been prepared in ac-

cordance with the CRD IV, not in accordance

with International Financial Reporting Standards

(IFRS). This can cause some discrepancy between

financial information in theConsolidatedFinancial

Statements and information in the Pillar 3 Report,

see LI2 in the Additional Pillar 3 Disclosure. For

some parts, figures are only available, or relevant,

on parent level and are clearlymarked as such.

1.5 Disclaimer

ThePillar3Report is informative innatureandshall

under no circumstances be interpreted as a rec-

ommendation to take, or not to take, anyparticular

investment action. Íslandsbanki holds no obliga-

tion to update, modify or amend this report in the

event that anymatter containedhereinchangesor

subsequently becomes inaccurate. Nothing in this

report shall be interpreted as anoffer to customers

nor is it intended to constitute a basis for entitle-

ment of customers. Íslandsbanki accepts no liabil-

ity whatsoever for any direct or consequential loss

arising from the use of this publication or its con-

tents.
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Exhibit 1.2. List of disclosures in the Additional Pillar 3 disclosures.

Disclosure Frequency Pillar 3 Report

     

Table 1 – EUOVA: Institution riskmanagement approach Annual Chapter 2

Table 2 – EUCRA: General qualitative information about credit risk Annual Chapter 4

Table 3 – EUCCRA:Qualitative disclosure requirements related to counterparty credit risk Annual Chapter 4

Table 4 – EUMRA:Qualitative disclosure requirements related tomarket risk Annual Chapter 5

Table 5 – EU LIA: Explanations of differences between accounting and regulatory exposure amounts Annual Chapter 3

Table 6 – EUCRB-A: Additional disclosure related to the credit quality of assets Annual Chapter 4

Table 7 – EUCRC:Qualitative disclosure requirements related to credit riskmitigation techniques Annual Chapter 4

Table 8 – EUCRD:Qualitative disclosure requirements on the use of external credit ratings under the Standardised Approach Annual Chapter 4

Table 9 – EUCRE:Qualitative disclosure requirements related to IRBmodels N/A

Table 10 – EUMRB:Qualitative disclosure requirements for institutions using the InternalModels Approach (IMA) N/A  

Template 1 – EU LI1:Mapping of financial statement categories with regulatory risk categories Annual Chapter 3

Template 2 – EU LI2: Differences between regulatory exposure amounts and carrying values in financial statements Annual Chapter 3

Template 3 – EU LI3: Outline of the differences in the scopes of consolidation Annual Chapter 1

Template 4 – EUOV1:Overview of RWA Quarterly Chapter 3

Template 5 – EUCR10: IRB (specialised lending and equities) N/A  

Template 6 – EU INS1: Non-deducted participations in insurance undertakings N/A  

Template 7 – EUCRB-B: Total and average net amount of exposures Annual Chapter 3

Template 8 – EUCRB-C: Geographical breakdown of exposures Annual Chapter 4

Template 9 – EUCRB-D: Concentration of exposures by industry or counterparty types Annual Chapter 4

Template 10 – EUCRB-E:Maturity of exposures Annual Chapter 4

Template 11 – EUCR1-A: Credit quality of exposures by exposure classes and instruments Semi-annual Chapter 4

Template 12 – EUCR1-B: Credit quality of exposures by industry or counterparty types Semi-annual Chapter 4

Template 13 – EUCR1-C: Credit quality of exposures by geography Semi-annual Chapter 4

Template 14 – EUCR1-D: Ageing of past-due exposures Semi-annual Chapter 4

Template 15 – EUCR1-E: Non-performing and forborne exposures Semi-annual Chapter 4

Template 16 – EUCR2-A: Changes in stock of general and specific credit risk adjustments Semi-annual Chapter 4

Template 17 – EUCR2-B: Changes in stock of defaulted and impaired loans and debt securities Semi-annual Chapter 4

Template 18 – EUCR3: Credit riskmitigation techniques – overview Semi-annual Chapter 4

Template 19 – EUCR4: Standardised approach – credit risk exposure andCredit RiskMitigation (CRM) effects Semi-annual Chapter 4

Pillar 3 Report 2018 Introduction
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Exhibit 1.3. List of disclosures in the Additional Pillar 3 disclosures (continued).

Disclosure Frequency Pillar 3 Report

Template 20 – EUCR5: Standardised approach Semi-annual Chapter 4

Template 21 – EUCR6: IRB –Credit risk exposures by exposure class and PD range N/A  

Template 22 – EUCR7: IRB – Effect on RWAof credit derivatives used as CRM techniques N/A  

Template 23 – EUCR8: RWA flow statements of credit risk exposures under IRB N/A  

Template 24 – EUCR9: IRB – Backtesting of probability of default (PD) per exposure class N/A  

Template 25 – EUCCR1: Analysis of the counterparty credit risk (CCR) exposure by approach Semi-annual Chapter 4

Template 26 – EUCCR2: Credit valuation adjustment (CVA) capital charge Semi-annual Chapter 4

Template 27 – EUCCR8: Exposures to central counterparties Semi-annual Chapter 4

Template 28 – EUCCR3: Standardised approach – CCR exposures by regulatory portfolio and risk. Semi-annual Chapter 4

Template 29 – EUCCR4: IRB –CCR exposures by portfolio and PD scale N/A  

Template 30 – EUCCR7: RWA flow statements of CCR exposures under InternalModelMethod (IMM) N/A  

Template 31 – EUCCR5-A: Impact of netting and collateral held on exposure values Semi-annual Chapter 4

Template 32 – EUCCR5-B: Composition of collateral for exposures to counterparty credit risk Semi-annual Chapter 4

Template 33 – EUCCR6: Credit derivatives exposures Semi-annual Chapter 4

Template 34 – EUMR1:Market risk under standardised approach Semi-annual Chapter 5

Template 35 – EUMR2-A:Market risk under internal models approach N/A  

Template 36 – EUMR2-B: RWA flow statements ofmarket risk exposures under an IMA N/A  

Template 37 – EUMR3: IMA values for trading portfolios N/A  

Template 38 – EUMR4: Comparison of VaR estimates with gains/losses N/A  

LCR disclosure template, on quantitative information of LCR Annual Chapter 6

Table on qualitative/quantitative information of liquidity risk Annual Chapter 6

Template on qualitative information on LCR, which complements the LCR disclosure template Annual Chapter 6
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Risk assessment and the prudent evaluation and pricing of risk are key elements in Íslandsbanki’s
operations. In turn, an efficient risk assessment framework forms the foundation of the Bank’s risk
andcapitalmanagement strategy. Íslandsbanki’s riskgovernance is basedona three linesofdefence
framework and aims for informed decision-making and strong risk awareness throughout the Bank.

2.1 Risk Governance andOrganisation

Íslandsbanki is exposed to various risk factors and

managing these risks is an integral part of the

Bank’s operations. Íslandsbanki emphasises sound

governance principles. The risk management and

internal control framework is intended to ensure

effective and efficient operations, adequate con-

trol of risks, prudent conduct of business, reliability

of financial and non-financial information report-

ed internally and externally, and compliance with

the relevant laws, regulations, supervisory require-

ments and the Bank’s internal rules and decisions.

2.1.1 Three Lines of DefenceModel

Thefirst lineofdefenceconsists of theBank´sbusi-

ness and support units. The business units take on

risk through the extension of credit and by pro-

viding other services to the Bank´s customers. The

primary responsibility for managing these risks lies

with the business units and their individual em-

ployees. Each business unit shall have in place ef-

fective processes to identify, measure or assess,

monitor, mitigate and report on the risks taken on

by theunit. Supportunits,whosedecisionshavean

impact on the Bank´s operational risk, are subject

tothesamerequirements for risk identificationand

management as the Bank´s business units.

Thesecond lineofdefencecomprises theBank´s

internal control units. The internal control units are

responsible for developing andmaintaining an ef-

ficient internal control framework to facilitate ad-

equate control of risks, prudent conduct of busi-

ness, reliability of financial and non-financial infor-

mation reportedordisclosed, andcompliancewith

the relevant laws, regulations, supervisory require-

ments and the Bank´s internal policies and proce-

dures. The Bank´s internal control units are Risk

Management andCompliance.

The third line of defence provides independent

assurance tomanagementand theBoardofDirec-

tors of the effectiveness and completeness of the

internal control framework, includingboth the first

andthesecond lineofdefence.Thethird lineofde-

fence duties are performed byGroup Internal Au-

dit.

2.1.2 Organisational Hierarchy

The Bank’s management body has a dual struc-

ture. The Board of Directors has a supervising role

in setting andmonitoring theexecutionof set poli-

cies, the sound control of accounting and finan-

cial management and ensuring that group inter-

nal audit, compliance and risk management are

effective. The Chief Executive Officer (CEO), the

Chief Risk Officer (CRO) and other members of

the senior management committees are respon-

sible for implementing risk management practis-

es and internal control in accordance with Board

authorisation. Exhibit 2.1 provides an overview of

the Group’s risk management and internal control

governance.

2.2 Roles and Responsibilities

2.2.1 Board of Directors

The ultimate responsibility for ensuring an ad-

equate risk management and internal control

framework at Íslandsbanki lies with the Board of

Directors. The Board defines and communicates

the risk governance framework and the accept-

able level of risk through riskmanagementpolicies

and theRisk Appetite Statement.

2.2.2 BoardCommittees

To assist theBoard in fulfilling its oversight respon-

sibilities, the Board has appointed three board

subcommittees, the Risk Management Commit-

tee, theAuditCommittee and theCorporateGov-

ernance, Compensation and Human Resource

Committee. Further information on the Board

subcommittees’ role, composition and frequency

of meetings can be found in the Bank’s corporate

governance statement in an unaudited appendix

to theConsolidated Financial Statements.

2.2.3 Chief ExecutiveOfficer

The CEO is responsible for the day-to-day opera-

tions of the Bank and that the Bank’s business is,

at all times, in accordance with the Bank’s Articles

of Association, policies of the Board and the rel-

evant law. The CEO engages the Bank‘s Compli-

ance Officer and appoints members of the Exec-

Pillar 3 Report 2018 RiskManagement and Internal Control
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Exhibit 2.1. Íslandsbanki’s riskmanagement and internal control governance.
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2.2.4 Chief RiskOfficer

The CRO heads Risk Management and is respon-

sible for defining the daily tasks of the department

and toassess theadequacyof itsprofessional skills.

In addition, the CRO is responsible for monitor-

ingtheriskmanagement frameworkat Íslandsban-

ki and verifying that the Bank has the appropriate

resources andorganisation tomanage its risks effi-

ciently.

TheCRO is selectedandappointedby theCEO,

subject to Board confirmation. The CRO reports

directly to the Board and the Board Risk Commit-

teeon theoverall riskprofileof theGroupandcan-

notberemovedwithout theBoard’spriorapproval.

The removal or appointment of the CRO shall be

publicly disclosed and the FME informed about

the reasons.

The CRO is independent from the business

units. The CRO chairs the All Risk Committee

(ARC), is amember of theExecutiveBoard and re-

ports directly to theCEO. TheCROprovides an in-

dependent view on the Group’s exposure to risk.

The CRO can veto certain risk-taking decisions of

the Bank’s committees if an internal control unit

considers the proposed risk inconsistent with the

Bank’s risk appetite, policies or procedures.

2.2.5 ComplianceOfficer

The Compliance Officer heads the Compliance

unit and is responsible for defining the daily tasks

and compliance program of the function and as-

sessing the adequacy of its professional skills. The

Compliance Officer is responsible for monitoring

the compliance risk management framework for

the Bank and maintaining oversight for compli-

ance risk throughout the Bank.

The Bank’s Compliance Officer is selected and

appointedby theCEO, subject toBoard confirma-

tion, and reports directly to the CEO. The Com-

pliance Officer cannot be removed without the

Board’s prior approval. The FME and Chief Audit

Executive (CAE) shall be notified of the dismissal

or departure of theComplianceOfficer. TheCom-

plianceOfficer is amember of the ARC.

The Compliance Officer reports directly to the

Board on the overall compliance risk profile of the

Bank.

2.2.6 Chief Audit Executive

The CAE is appointed by the Board, reports di-

rectly to the Board and directs Group Internal Au-

dit with a mandate from the Board. The CAE is

responsible for internal audit matters within the

Group.

2.2.7 ManagingDirectors in Business Units

The managing directors for individual business

units are responsible for the risks taken on by their

units and for earning an acceptable level of return

on these risks. This entails the responsibility for en-

suring thenecessary resources and trainingof em-

ployees for understanding, identifying, measuring

or assessing, continuously monitoring and report-

ing on these risks.

Managing directors for individual business units

can be assigned authorisations for assuming risk

on the Bank´s behalf. For business decisions ex-

ceeding the authorisations ofmanagers at individ-

ual business units, further authorisation must be

requested from the relevant senior management

committee.

Pillar 3 Report 2018 RiskManagement and Internal Control
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2.2.8 ManagingDirectors in Support Units

Themanaging directors of individual support units

are responsible for the implementation of the

technical andoperational infrastructure necessary

to fulfil internal and external requirements for the

identification, continuous monitoring and report-

ing on the risks assumed by the business units.

The responsibility for managing individual risk

factors that are owned by a business unit can on-

ly be transferred to a support unit through clear

documentation,mandate letters, productdescrip-

tions, service level agreements or some other for-

malmanner.

2.2.9 General Counsel

The General Counsel heads the legal department

of the Bank. The General Counsel is engaged

by and reports directly to the CEO. The Gener-

al Counsel provides legal advice to the Bank’s se-

nior management, including the Board of Direc-

tors, and manages the Bank’s legal department

that provides comprehensive legal advice to the

Bank’s business and support units.

2.2.10 All Employees

Each employee is responsible for understanding

the risk related to their day-to-daywork, for know-

ing and understanding the respective internal and

external rules and procedures, for using the alert

procedures in the event of possible fraudulent ac-

tivities and for conducting business in accordance

with the Bank’s code of conduct.

2.2.11 Internal Control Functions

TheBank’s internal control functions are responsi-

ble for developing andmaintaining an efficient in-

ternal control framework to facilitate adequate risk

management, prudent conduct of business, relia-

bility of financial and non-financial information re-

ported or disclosed, and compliance with the rel-

evant laws, regulations, supervisory requirements

and the Bank´s internal policies and procedures.

RiskManagement

The Bank has an independent risk management

function, RiskManagement, headed by theCRO.

RiskManagement is responsible for ensuringef-

ficient implementation of the Bank’s risk strategy

andpolicies, for verifying that theBankhas inplace

efficient riskmanagementprocessesandthateach

key risk that the Bank faces is identified and prop-

erlymanaged by the relevant function.

Risk Management is mandated to identify, un-

derstand, measure and monitor the risks that the

Group is exposed to. It provides independent in-

formation, analyses and expert judgement on risk

exposures, and advice on proposals and risk deci-

sions made by senior management and business

or support units as to whether they are consistent

with the risk appetite and risk policies set by the

Board. Emphasis ismadeon actively involvingRisk

Management at an early stage in elaborating the

Bank’s risk strategy and in all material risk man-

agement decisions, especially when offering new

products or taking on new business.

Wherenecessary,RiskManagementmakes rec-

ommendations to senior management and the

Board for improvements to the risk appetite, the

risk strategy and the risk management framework

to further clarify risk policies, procedures and lim-

its.

RiskManagementprovides seniormanagement

and the Board with all relevant risk-related infor-

mation to enable them to define the Bank’s risk

appetite. Risk Management takes an active part

in developing the Bank’s business strategy by en-

suring that risks are appropriately and timely con-

sidered and that targets, which include credit rat-

ings and rates of returnonequity, areplausible and

consistent. However, accountability for the busi-

ness and pricing decisions taken remains with the

business and support units and ultimately the se-

niormanagement and the Board.

Compliance

The Bank has an independent compliance func-

tion, Compliance, headed by the Bank’s Compli-

ance Officer. Compliance is an independent con-

trol function and is a part of the second line of de-

fence. Compliance reports at least twice a year to

the Board of Directors.

Compliance is responsible for implementing the

compliance risk framework, for developing and

maintaining a compliance risk policy and for com-

municating the policy to the Bank’s employees.

Compliance is specifically responsible for reg-

ular monitoring and assessment of the suitability

and efficacy of the Bank’s measures concerning

securities transactions andanti-money laundering

(AML) in accordancewith the applicable law.

Compliance verifies, in close cooperation with

Risk Management, that the process for new prod-

ucts and new procedures complies with the cur-

rent legal framework and, where appropriate, any

known forthcoming changes to the relevant legis-

lation, regulations and supervisory requirements.

2.2.12 Group Internal Audit

Group Internal Audit is an independent function

headed by the CAE and is responsible for assess-

ing whether the Bank’s risk management, internal

control framework and governance processes are

effective and efficient.

Pillar 3 Report 2018 RiskManagement and Internal Control
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Exhibit 2.2. Organisational structure of the Bank’s senior committees.

EXECUTIVE COMMITTEES EXECUTIVE BOARD

BUSINESS  COMMITTEES

ALL RISK COMMITTEE

ASSET AND 

LIABILITY 

COMMITTEE

SENIOR CREDIT 

COMMITTEE

INVESTMENT 

COMMITTEE

OPERATIONS    

AND SECURITY 

COMMITTEE

Decisions regarding  
individual business 

proposals subject to the 

guidelines, limits or 
thresholds issued by the 

Board or ARC

Funding and 

liquidity, market 
risk, capital 

management and 
internal and 

external pricing

Credit proposals Investment 

proposals
Product approval, 

operations, 
security and 

business 
continuity

Implementation of Board 
approved policies and 

strategy through issuance 

of guidelines, limits or 
thresholds

Business strategy, IT strategy, marketing, 
finances, governance and human 

resources

Oversight relating to risk strategy 
and risk appetite

Group Internal Audit is not responsible for inter-

nal control or its implementation, but provides the

Groupwith independent, objective assurance and

consulting services designed to add value and im-

prove theBank’soperations. Ithelps theBoardand

senior management evaluate and improve the ef-

fectiveness of the risk management, controls, and

governance processes.

Group Internal Audit evaluates the compliance

of the Bank’s operations to internal policies and

procedures. Group Internal Audit also assesses

whether existing policies and procedures remain

adequate and comply with the relevant legal and

regulatory requirements.

Group Internal Audit verifies the integrity

of the processes ensuring the reliability of the

Bank’smethods and techniques, assumptions and

sources of information used in risk models and

accounting measurements. Group Internal Audit

is, however, not involved in the design or selection

ofmodels or other riskmanagement tools.

The work of Group Internal Audit is performed

in accordance with a risk-based audit plan which

is approvedby theBoardAuditCommittee.Group

Internal Audit is furthermore responsible for inter-

nal investigations on suspected fraudulent activi-

ties.

Group Internal Audit reports directly to the

Board on its findings and suggestions for mate-

rial improvements to internal controls. All audit

recommendations are subject to a formal follow-

up procedure by the respective levels of manage-

ment to ensure and report their resolution.

2.2.13 External Audit

As is provided for in theArticles of Association, the

Group’s external audit firm is elected at the Annu-

al General Meeting (AGM) for a term of five years.

External audit is responsible for the auditing of the

annual accounts in accordance with accepted au-

diting standards and FME rules1.

2.2.14 SeniorManagement Committees

The Bank’s committee structure is divided into

two categories, executive committees and busi-

ness committees. There are two executive com-

mittees, theExecutiveBoardandAllRiskCommit-

tee (ARC). They are responsible for the implemen-

tation of the business strategy, risk appetite and

policies. The business committees are four in to-

tal, the Asset and Liability Committee (ALCO), the

Senior Credit Committee (SCC), the Investment

Committee (IC), and the Operations and Securi-

ty Committee (OSC). They are responsible for the

approval of business proposals and the Bank’s op-

erational framework and implementation subject

to internal rules and guidelines issued by the All

Risk Committee and the Board.

The members of the senior management com-

mittees are appointed by theCEO, and theirman-

date and rules of procedure are documented in a

charter. Theorganisationof theBank’s committees

is shown in Exhibit 2.2.

Executive Board

The Executive Board, chaired by the CEO, is re-

sponsible for implementing the Board-approved

business strategy, maintaining oversight for and

coordinating theBank’s operations andhuman re-

sources. TheExecutiveBoard also coordinates key

aspects of its activities and holds decision-making

power in matters entrusted to it by the CEO in ac-

cordancewith theBank’s strategy, policies and risk

appetite.

1FME Rules no. 532/2003 on the Auditing of Financial
Undertakings
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All Risk Committee

The All Risk Committee (ARC) is responsible for

the review and implementation of risk manage-

ment and internal control policies issued by the

Board. ARC translates the Board-approved risk

policies into risk limits or guidelines for individu-

al business units, desks or portfolios and approves

methods andassumptionsused for calculating risk

measures, capital and liquidity requirements and

targets, impairment, internal and external pricing.

Thecommittee reviews andconfirmsproposals re-

garding risk assessment, impairments and capital

and liquidity requirements prior to submission to

the Board of Directors for approval.

Business Committees

The business committees decide on individual

business proposals in accordance with the rules

and procedures issued by the Executive Board,

ARC and the Board. All business proposals dis-

cussed by the business committees are initiated

and owned by a business or support unit and al-

thoughauthorisationhasbeengivenby a commit-

tee, thebusinessdecision itself ismadeandowned

by the business unit.

Representatives from RiskManagement attend

all meetings of business committees. Their atten-

dance is intended to ensure effective communica-

tionof risk information in thedecision-makingpro-

cess, to ensure that the risks inherent in individu-

al proposals areadequately addressedby thebusi-

ness units and to give an independent view on the

risk inherent in theproposal andwhether the risk is

in line with the Bank’s risk appetite.

The Risk Management representatives do not

take part in the final decision of the business com-

mittees but can veto or escalate certain risk deci-

sions if they consider them to be inconsistent with

the Bank’s risk appetite, policies or procedures.

2.3 Risk Culture

The Bank promotes strong risk culture as an im-

portant part of an effective risk management and

internal control framework. The Bank’s risk culture

is reflected in the Bank’s values and human re-

sources strategy and is developed andmaintained

through the training of staff regarding policies,

procedures and their responsibilities for risk. Em-

phasis is placed on transparency, acknowledge-

ment, responsivenessandrespect for risk through-

out the Bank and open communication regarding

risk is encouraged.

2.3.1 Ownership, Transparency and

Accountability

A key feature of a strong risk culture is that ev-

erymember of the organisation knows and under-

stands their responsibilities relating to risk man-

agement. The Risk Management and Internal

Control Policy, theRisk Appetite Statement along

with other risk management policies outline these

roles and responsibilities at Íslandsbanki.

All business decisions and the resulting risks are

initiated and owned by a business unit and go

through a clearly defined review and control pro-

cess. As part of that process, the business units are

responsible for identifying and describing the risks

inherent in their proposals and for ensuring that

all information regarding these risks is made avail-

able in a clear and comprehensive format before

proposals are presented to the relevant authority

within the Bank.

The business units are also responsible for en-

suring thatall information regarding riskexposures

are correctly registered in the Bank’s information

systems to facilitate complete transparency, over-

sight and correct reporting of the Bank’s overall

risk exposures.

Themeetings of business committees provide a

formal platform for the communication of risk be-

fore a final decision is reached regarding individual

business proposals.

The managing directors are responsible for en-

suring that their employees have the necessary

knowledge, resources and systems tomonitor and

manage their respective risk positions within the

approved risk limits. All breaches of risk limits are

reported through a formal limit breach process.

2.3.2 Training and Incentives

The Bank’s performance and talent management

aims at encouraging and reinforcing risk aware-

ness and a healthy risk culture. The Bank has in

place a comprehensive training programmeman-

aged by the Human Resources Department. The

programme includes mandatory training on the

Bank’s internal policies and procedures tailored to

the responsibilities of individual employees.

In 2018, the Bank recorded around 5,400 reg-

istrations for close to 300 different in-house train-

ingcourses.All employeesare required to readand

confirm their knowledge of the Bank’s operational

procedures, code of conduct, security policies and

rules on measures against money laundering. The

ratio of confirmation is monitored by the Bank’s

Human Resources Department and lack of partic-

ipation is escalated to the appropriate managing

directors.

2.3.3 Incident Reporting

The Bank has implemented a framework to cap-

turebothactualandpotentialoperational risk loss-

es. TheBank emphasises a “no-blame” culture and
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Exhibit 2.3. Risk types and correspondingmetrics in the Risk Appetite Statement.

Type of risk Metrics

Profitability Minimum rate of return on capital

Capital adequacy CET1 capital ratio

Total capital ratio target

Credit risk Annual credit losses

Non-primary lending activity

Concentration risk

Market risk Market risk as a ratio of theGroup’s total capital

Market value of listed and unlisted equities

Equity and bond underwriting exposures

Liquidity risk Regulatory liquidity ratios

Deposits to loans ratio

Operational risk Operational losses as a percentage of capital

encourages employees to register all mistakes or

failures, irrespective of financial losses, into the

Bank’s operational risk database. All registered

events are analysed and recorded, and the infor-

mation used for continuous improvements to the

Bank’s operations and control framework.

2.3.4 Internal Alert Procedures

The Bank has an independent reporting channel

enabling employees to report anonymously suspi-

cion of fraudulent activities or actual breaches of

regulatory or internal requirements. This reporting

channel, which is referred to as a whistleblowing

service, is provided by an external partner to en-

sure anonymity andwhistle-blower protection. In-

formation stored in the system is only accessible to

the Bank’s Group Internal Audit Fraud Investiga-

tion Team.

2.4 RiskManagement Framework

The Bank’s risk policies, rules and procedures, lim-

its and reports form the Bank’s risk management

framework. The policies apply to the Bank and are

implemented throughout theGroupasapplicable.

All business decisions and the resulting risks are

initiated and owned by a business unit and go

through a clearly defined internal review and con-

trol process. The level of authority needed to ap-

prove each business decision depends on the size,

complexity and risk involved. The responsibilities

regarding suchdecisions areoutlined in theBank’s

risk policies and investment policies and for mate-

rial decisions summarised in the Bank’sMatrix for

Material Bank Actions.

2.4.1 Risk Appetite Statement

The Board defines the Bank’s risk tolerance and

financial targets in the Risk Appetite Statement.

The Risk Appetite Statement is intended to sup-

port theBank’s business strategybydefininghigh-

level limitsandtargets forcore factors in theBank’s

risk profile and operations.

The measures include target return on equity,

target capitalisation level and capital composition,

maximum credit losses, concentration limits, max-

imumamounts at risk formarket risk and target liq-

uidity ratios. Exhibit 2.3 shows the risk types and

corresponding metrics in the Risk Appetite State-

ment.

2.4.2 Risk Policies and Limits

The Risk Appetite Statement is further imple-

mented through risk policies, approved by the

Board, and other rules, procedures and limits ap-

provedbyARCwhichprovidemoredetails specific

to each risk type. In addition, the Risk Assessment

Frameworkand theStress TestingFramework, ap-

proved by the Board, describe the processes for

identifying and assessing the risks inherent in the

Bank’s operations.

The risk policies such as the Credit Risk Policy,

theMarket Risk Policy, the Operational Risk Pol-

icy, the Liquidity Risk Policy, the Compliance Risk

Policy and theProductGovernance Policy outline

in further detail theBank´s strategy for risk identifi-

cation, management and control within the three

lines of defence framework. Finally, the risk ap-

petite is translated into limits on individual desks,

portfolios or risk positions.

2.4.3 Risk Identification

Identification of risks in the Bank’s operations is

madeboth from thebottomup, through theprod-

uct approval process, the risk and control self-

assessment process, and approval of individual

transactions or portfolio and desk limits; and from

the top-down through the annual risk assessment
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procedureaspartof the InternalCapitalAdequacy

Assessment Process (ICAAP).

The product approval process and approval of

individual transactions, or portfolios, is intended to

ensure early detection and full oversight of risks

in the Bank’s operations. Each business unit is re-

sponsible for identifying the risks inherent in their

operations and the products and services they of-

fer.

The Product Governance Policy outlines the

product andnewbusiness approval processwithin

the Bank. The main objective is to ensure that the

implementation of products and operations com-

plies with the Bank’s policy and the relevant le-

gal requirements. TheProductGovernancePolicy

describes the synchronisation, review and control

processnecessary toensuresuccessful implemen-

tation of new products. The product approval pro-

cess itself is a communication tool between prod-

uct stakeholders, as well as a monitoring and risk

management tool for new products.

In addition, as a part of the ICAAP, a formal and

comprehensive assessment of the risks inherent

in the Group operations is made annually. This re-

view is described in the Risk Assessment Frame-

workwhich is approved by the Board of Directors.

Risk Management is responsible for managing

the annual risk assessment process. The assess-

ment is done at the business unit level and then

consolidated throughout the Group. The results

from the risk assessment process are compared to

the Bank’s business strategy and risk appetite and

used as input to the annual review of the Risk Ap-

petite Statement.

For the key risk types identified through the as-

sessment, a specific risk policy is defined and ap-

proved by the Board of Directors. The need for a

specific risk policy is based on the assessment of

the proportionality of the respective risk factors to

the Bank’s operations and business strategy.

Currently, the following four risk types have

beendefined as key to theGroup’s operations and

business strategy and their assessment, manage-

ment and overall limits are defined in specific risk

policies:

– Credit risk (Chapter 4)

– Market risk (Chapter 5)

– Liquidity risk (Chapter 6)

– Operational risk (Chapter 7)

Concentration risk is defined as material but cur-

rently managed according to the source of con-

centration. Concentration risk is considered in the

Credit Risk Policy, theMarket Risk Policy and the

Liquidity Risk Policy.

Other risk types that are not covered in sepa-

rate risk policies are assessed through the annual

ICAAPprocess andaddressed inother riskpolicies

andmanagement reports in accordancewith their

nature and importance.

2.4.4 RiskMonitoring and Reporting

Risk Management provides a holistic view on risk,

and compliance to limits, to internal and external

stakeholders, and ensures an appropriate escala-

tion in the event of limit breaches. Business and

support units are, however, responsible for main-

taining their independent view on the risks inher-

ent in their operations, implementation of con-

trols and other mitigating actions where need-

ed, and reporting to senior management any

present or foreseeable breaches from limits, poli-

cies or strategic direction. Exhibit 2.4 provides an

overview of the governance of the risk manage-

ment framework.

The strategic targets of the management are

further defined in the Group’s business plan, ap-

proved by the Board of Directors. The business

plan gives a 5-year viewof the development of the

Group’s operations and provides a basis for stress

testing and capital planning.

ICAAP aims at identifying and assessing the risk

inherent in the Group’s operations and for inte-

grating the Bank’s business strategy and business

plan on one hand and its risk profile and risk ap-

petite on the other hand. This is to ensure that the

Bankholdsenoughcapital tosupport its riskprofile

and business strategy.

Íslandsbanki’sRiskAssessmentFrameworkout-

lines the Bank’s framework for identifying the risks

inherent in its operations and assessing its capi-

tal and liquidity adequacy. The scope of the Bank’s

risk assessment framework encompasses allmate-

rial risks to which the Bank and its subsidiaries are

exposed.

The Bank created a Recovery Plan for the first

time in 2018 in accordance with a law which took

effect in Iceland in20182. TheRecoveryPlandoc-

uments the relevant measures to be taken by the

Bank to restore its financial position following a

significant deterioration. The Recovery Plan is ap-

proved by ARC and the Board of Directors prior to

being sent to the FME.

2.4.5 Internal Reporting

TheBank aims tohave clearly definedandefficient

reporting lines to ensure compliance with the ap-

proved risk limits and targets. Timely and accurate

reportingonmaterial risk factors isanessentialpart

of the risk management and internal control gov-

ernance.

Risk Management is responsible for providing

ARC, the Board’s Risk Management Committee

2Act.no.54/2018,amending theActonFinancialUnder-
takings no. 161/2002
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Exhibit 2.4. Íslandsbanki’s governance riskmanagement framework.

Documents, processes or 
reports owned or facilitated 
by Risk Management or 
Compliance

Documents, reports, 
processes or proposals 
owned or facilitated by 
business or support units

Documents, processes or 
reports owned or 
facilitated by Internal Audit

GOVERNING 

BODY

RISK IDENTIFICATION DOCUMENTATION AND 

APPROVAL

REPORTING QUALITY ASSURANCE

First line 
of defence

Second 
line of 

defence

Third line 
of defence

Board of 

Directors

Business 

Committees

Business/ 

Support

Units

Product
approval 
process

Business 
proposals

Limit review

Annual risk 
assessment 

process 
(ICAAP/ILAAP)

Risk policies  
for individual 

Business units

Proposals for 
portfolio limits 

Allocation of 
risk appetite 
through limits

Investment 
policies and 
procedures

Authorisation 
for business 

decisions

Guidelines

Business 
continuity plans

Business 
decisions

Portfolio limits 
or restrictions 
set by MD ś

Credit rules 
and

other rules

Crisis 
management 

plans

Other Board approved risk policies

Risk Management and Internal 
Control Policy

Risk Appetite Statement

Bottom−up Top−down
Operational 

procedures
Limits

Reports on 
positions and 
performance

Risk 
dashboards

Holistic reports 
from Risk 

Management 
on risk profile 
compared to 
risk appetite

Compliance 
reports 

ICAAP/ILAAP
reports

Regulatory 
reports 

regarding risk 
positions

Recovery plan

Regulatory 
transactions or 

financial  
reports

Performance 
assessment 
according to 

mandate

Performance 
assessment 
according to 

mandate

Performance 
assessment 
according to 

mandate

Management 
assessment of 
performance 

and 
compliance

Independent 

assurance of the 

effectiveness 

and 

completeness of 

the internal 

control 

framew ork 

ISO 27001

Control tests

Inspections on 
specific issues 

e.g. by a 
specific unit, 

policy, process 
products 

Reporting on 
compliance to 
internal and 

external rules

All Risk 

Committee

Management 

reports

Regulatory 

reports

Risk & Control 
Self Assess−

ment

Further 
breakdown of 

limits for 
individual 

portfolios or 
positions
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Exhibit 2.5. Risk reporting and frequency to the All Risk Committee and the Board of Directors.

Reporting Details Frequency

Risk Dashboard The report provides a review of riskmeasures that summarise themain risk positions as compared to the risk

appetite, internal and regulatory limits. This includes utilisation of limits set by the Board, Executive and Business

Committees. On a quarterly basis the report also includes an assessment of capital adequacy in light of changes in

risk profile (ICAAP review).

Monthly

ICAAP report (Internal Capital

Adequacy Assessment Process)

The ICAAP report includes a detailed description of how the Bank identifies, measures and assesses its capital

adequacy in relation to its risk profile and businessmodel. The scope of the assessment encompasses all material

risks to which the Bank and its subsidiaries are exposed.

Annual

ILAAP report (Internal Liquidity

Adequacy Assessment Process)

The ILAAP report includes a detailed description of how the Bank identifies, measures and assesses its liquidity

adequacy in relation to its risk profile. The report also includes a forward-looking analysis based on contractual

inflows and outflows, planned issuance and new lending according to the Bank’s business plan.

Annual

Recovery Plan The document provides a comprehensive recovery plan for the Bank that sets outmeasures to be taken for the

recovery of the Banks’s financial position following a significant deterioration to restore financial stability.

Annual

and the Board with comprehensive and under-

standable information on the overall risk profile of

the Group, including a comparison with the ap-

proved policies and limits. Exhibit 2.5 provides an

overview of risk reporting and frequency to the

ARC and the Board of Directors.

2.4.6 External Reporting

The Group publishes financial information mainly

through the Annual Report, Consolidated Finan-

cial Statements, the Pillar 3 Report and in investor

presentations. These are all available on theBank’s

website3.

The Group’s financial accounts are prepared in

accordance with International Financial Report-

ing Standards (IFRS). Regulatory reports are pre-

pared based on the Capital Requirements Direc-

tive (CRD IV) alongwithdiscretionary rules and re-

quirements setby theCentralBankof Iceland (CB)

and the FME.

3www.islandsbanki.is

In addition, the Group works and reports ac-

cording to theguidelines issuedbyNasdaq Iceland

for listed companies, since Íslandsbanki is an issuer

of listed papers both on Nasdaq Iceland and on

the IrishStockExchange. The framework forpublic

disclosure regarding the Bank’s risk and financial

positions is described in theDisclosure and Com-

munication Policy approved by the Board.
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Íslandsbanki’s capital position remained strong throughout 2018and at year-end theBank’s capital
ratio was 22.2%, exceeding both the Bank’s capital target and regulatory requirements.
The Bank aims at managing its capital position and the corresponding capital ratios at a comfort-

ablemargin above the overall regulatory capital requirement. The resulting long-term capital target
assumes that the Bank maintains a capital management buffer of about 0.5–2.0% in excess of the
SREP results.

3.1 Strategy, Organisation and Responsibility

Banks’ capital is intended to provide a buffer for

unexpected losses or volatility in earnings and

therebyprovideprotection fordepositors andoth-

er creditors as well as promoting stability of the fi-

nancial system. The eligible capital for calculating

the capital ratio is defined by law and further out-

lined in relevant rulesand regulations. Theapplica-

ble Icelandic laws defines both the type of eligible

capital and restrictions to the reliance on specific

instruments.

The Bank’s capital management framework is

basedon theCRD IV1 as transposed into Icelandic

laws.

The Board of Directors is responsible for the

Bank’s capitalmanagement frameworkand foren-

suring that the Bank’s capitalisation is adequate in

relation to the risk inherent in the operations tak-

ing into account the Bank’s business strategy and

operating environment.

TheAll Risk Committee (ARC) governs the cap-

ital management of the Bank in accordance with

the capital targets set by the Board and reviews

proposals to the Board regarding issues related to

capital management, including the dividend poli-

cy.

1Capital Requirement Directive 2013/36/EU.

RiskManagement is responsible for internal and

external reporting on the Bank’s capital adequacy.

RiskManagement isalso responsible for theBank’s

Internal Capital Adequacy Assessment Process

(ICAAP) and for the calculations of the allocated

capital to individual business units.

Treasury is responsible for the management of

the Bank’s capital in accordance with the targets

set by the Board and is responsible for develop-

ing the Bank’s dividend policy for Board approval.

Finance is responsible for reporting on the risk-

adjustedperformancedown to individual business

units.

3.2 Total Capital andCapital Ratios

At year-end 2018 the Bank’s common equity Tier

1 (CET1) amounted to ISK 171bn as compared

to ISK 176bn at year-end 2017. The main fac-

tors contributing to the decrease in CET1 are the

ISK 13.0bn dividend payment disbursed in March

2018 offset by an ISK 10.6bn profit for the year.

In addition, the implementation of IFRS 9 at 1

January 2018 decreased the CET1 capital by ISK

2.5bn. The Bank’s Tier 2 capital increased to ISK

16bn from ISK 11bn during the year. In August

2018, the Bank issued an SEK 500m Tier 2 bond

at a spreadof STIBOR+250bp. Thiswas theBank’s

second Tier 2 bond issue. For further informa-

tion regarding the Bank’s subordinated loans see

Note38 in theConsolidatedFinancial Statements.

The implementationof IFRS9decreased theTier2

capital because all credit risk adjustments are now

considered to be specific and therefore there are

no general credit risk adjustments eligible as Tier

2 capital. A breakdown of the Bank’s total capital

base is shown in Exhibit 3.1.

The Bank’s minimum capital requirements, the

corresponding risk exposure amount (REA) under

Pillar 1 and the resulting capital ratios are shown in

Exhibit 3.2.Details regarding theBank’s capital re-

quirements can be found in Section 3.2.1.

TheREA increased by ISK 70bn during the year.

The largest increase was due to growth in the loan

portfolio contributing to an ISK 69bn increase.

Thereof, thecorporateexposureclass increasedby

ISK 61bn, of which ISK 10bn are due to deprecia-

tionof the ISK. Themain components contributing

to changes in REA can be seen in Exhibit 3.3.

3.3 Capital Requirements

The Board of Directors sets aminimumcapital tar-

get for the Bank, expressed as the ratio between

capital and risk exposure amount. The minimum

capital target is intended to ensure that theBank’s

capitalisation remains above regulatory require-

ments at all times. The target is based on the re-

sults from ICAAP, the views expressed by the reg-

ulator through the Supervisory Review and Evalu-

ation Process (SREP), implementation of the CRD

IV capital buffers and other factors such as uncer-

tainties in the operating environment, a possible
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Exhibit 3.1. Breakdown of the capital base at year-end 2018 and 2017 (ISKm). Consolidated.

Capital 31.12.2018 31.12.2017

     

Common equity Tier 1 Capital 171,473 175,525

Ordinary share capital 10,000 10,000

Share premium 55,000 55,000

Other reserves 6,499 6,179

Retained earnings 102,496 107,387

Non-controlling interests 2,318 2,479

Fair value changes due to own credit standing 376  -

Tax assets (215) (4)

Intangible assets (5,002) (4,231)

Other regulatory adjustments - (1,285)

Tier 2 capital 16,216 11,234

Qualifying subordinated liabilities 16,216 9,505

General credit risk adjustments -  1,729

Total capital base 187,688 186,759

target rating or other external factors. The follow-

ingsectionsdescribeeachcomponent inmorede-

tail.

3.3.1 Pillar 1MinimumCapital Requirements

The first pillar of the CRD IV defines the minimum

capital requirements for credit risk,market risk and

operational risk. The capital ratio, calculated as the

ratio between the capital base and risk exposure

amount, must exceed 8%.

Risk Exposure Amount

For each of the Pillar 1 risk factors, the CRD IV al-

lows for different methods to be used for calculat-

ing the minimum capital requirements and there-

byREA.Forcredit riskandmarket risk, theBankus-

es the standardisedapproach tocalculate thecap-

ital requirements and for operational risk theBasic

Indicator Approach. Theminimumcapital require-

ments under Pillar 1 are 8% of REA.

Credit risk

The REA for credit risk is derived by assign-

ing a risk weight, in the range of 0–150%, to the

Bank’s assets depending on the creditworthiness

of the counterparty, the underlying collateral and

the type and term of the exposure.

Market risk

For tradeddebt instruments, thecapital require-

ment is generally in the range of 0–12% of the net

exposure, based on the creditworthiness of the is-

suerand the termof the instrument.For tradedeq-

uity instruments, the capital requirement is 16%

of the net exposure. For foreign exchange (FX)

risk, theminimum capital requirement is 8% of the

maximum of the Bank’s total long and total short

positions in foreign currencies.

Operational risk

The minimum capital requirement for opera-

tional risk is equal to 15% of the relevant indica-

tor,where the relevant indicator is theaverageover

three years of the sum of net interest income and

net non-interest income.

REA is determinedbymultiplying the capital re-

quirements for market risk and operational risk by

12.5 (the reciprocalof theminimumcapital ratioof

8%) and adding the resulting figures to the sum of

REA for credit risk.

3.3.2 Pillar 2 Required Add-On (Pillar 2-R)

In addition to the minimum capital requirements

for credit risk, market risk and operational risk un-

der Pillar 1, financial institutions are required to

make their own assessment of the overall capital

requirements of the institution. These additional

capital requirements, taking into account the risk

profile of the institution, are referred to as Pillar 2-

R capital requirements.

In the ICAAP 2018, the main factors contribut-

ing to additional capital requirements under Pillar

2-R for Íslandsbanki were:

– Additional capital requirements for risk factors

underestimated under Pillar 1: Credit risk and

market risk

– Additional capital requirements for risk factors

not addressed under Pillar 1:Credit concentra-

tion risk, interest rate risk in the banking book

(IRRBB), market risk arising from equities in the

banking book and the inflation imbalance
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Exhibit 3.2. Pillar 1 capital requirements, REA and capital ratios at year-end 2018 and 2017 (ISKm). Consolidated.

Íslandsbanki’s capital requirements and REA

Minimum capital

requirements REA

Minimum capital

requirements REA

  31.12.2018 31.12.2017

Credit risk 60,064 750,801 54,602 682,525

Central governments or central banks - - - -

Regional governments or local authorities 184 2,300 189 2,365

Administrative bodies and non-commercial undertakings 70 876 80 1,000

Financial institutions 924 11,546 628 7,850

Corporates 38,838 485,472 33,926 424,070

Retail 10,637 132,961 11,840 148,002

Secured by real estate property 5,964 74,550 4,693 58,661

Exposure in default 1,417 17,716 1,113 13,918

Collective investment undertakings 81 1,009 0 3

Fair value shares, investment in associates and shares held for sale 811 10,137 541 6,767

Property, equipment, non-current assets held for sale and other assets 1,139 14,233 1,591 19,887

Market risk 610 7,622 653 8,160

Traded debt instruments 316 3,948 258 3,222

Shares and equity instruments 216 2,700 284 3,544

Foreign exchange 78 973 111 1,393

Credit valuation adjustment 191 2,385 123 1,534

Operational risk 6,811 85,141 6,667 83,331

Total 67,676 845,949 62,044 775,550

CET1 capital   171,473   175,525

Capital base   187,688   186,759

CET1 ratio   20.3%   22.6%

Total capital ratio   22.2%   24.1%

The Pillar 2-R capital requirements are present-

ed as a proportion of REA in addition to the reg-

ulatory capital minimum of 8% under Pillar 1. The

capital requirements under Pillar 1 and Pillar 2-R

form the total SREP capital requirement for the

Bank (TSCR). The Bank’s Pillar 2-R results are

reviewed by the Financial Supervisory Authori-

ty (FME) through the SREP. Based on the 2018

SREP, the additional capital required for Íslands-

banki under Pillar 2-Rwas2.2%compared to3.2%

in 2017. The decrease is mainly due to a more

moderate market risk profile. As a result, the to-

tal SREP capital requirement decreased to 10.2%

from11.2%. The breakdown of the Pillar 2-R capi-

tal requirements can be seen in Exhibit 3.4.
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Exhibit 3.3. Changes in risk exposure amount (ISK bn). Consolidated.
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Exhibit 3.4. Breakdown of the total capital requirement. Consolidated.

SREP capital requirement 2018 2017

     

Pillar 1 8.0% 8.0%

Credit risk 7.0% 7.0%

Market risk 0.1% 0.1%

Operational risk 0.9% 0.9%

Pillar 2-R 2.2% 3.2%

Credit risk 0.7% 0.8%

Credit concentration risk 0.8% 0.9%

Market risk 0.7% 1.3%

Operational risk 0.0% 0.2%

Total SREP capital requirement 10.2% 11.2%

3.3.3 CRD IVCapital Buffers

The size of the capital conservation buffer is fixed

by law at 2.5%. Based on recommendations from

theFinancial StabilityCouncil,2 TheFME is autho-

rised to determine the size of the countercyclical

capital buffer, the capital buffer for other systemi-

cally important institutions (O-SII buffer), and the

systemic risk buffer.

The FME has set the countercyclical capital

buffer at 1.25%, the buffer for other systemically

important financial institutions at 2.0%, and a sys-

temic risk buffer at 3.0%of the domestic risk expo-

sure amount. In addition, the FMEhas announced

a50basispoint anda25basispoint increase in the

countercyclical capital buffer that are effective in

May 2019 and February 2020 respectively.

As the systemic risk buffer only applies to do-

mestic exposures, the effective risk buffer rate is

calculatedbymultiplying theproportionof thedo-

mestic credit risk exposure by the domestic sys-

temic risk buffer rate.

The institution-specific countercyclical capital

buffer rate applies to institution-wide total REA.

The institution’s specific buffer add-on amount is

calculated as the weighted average of the coun-

tercyclical capital buffer rate applicable in juris-

dictions in which an institution has private sector

credit exposures, multiplied by total risk exposure

amount.3

The calculations of the institution specific buffer

rates are displayed in Exhibit 3.5 while Exhibit 3.6

shows combined buffer requirement for Íslands-

banki at year-end 2018 and 2017. The sumof Pil-

lar 1, Pillar 2-R and the combined capital buffers

forms the overall capital requirement.

2Article 86(a)-(e) of Act no. 161/2002 on Financial Un-
dertakings.

3For further information on methodology see FME’s
Methods for setting capital buffers.
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Exhibit 3.5. Calculation of effective buffers for Íslandsbanki (ISK bn). Consolidated.

 

Credit risk

exposure

amount

Market risk

exposure

Total risk

exposure

amount Buffer rate

Effective

buffer rate

Countercyclical capital buffer

Iceland 707.7 2.6 710.3 1.25% 1.2%

Norway 3.8 0.0 3.8 2.0% 0.0%

United Kingdom 0.6 0.0 0.6 1.0% 0.0%

Other countries 24.0 0.2 24.1    

Total private sector REA 736.1 2.8 738.9    

Institution-specific

countercyclical buffer rate

        1.21%

Systemic risk buffer

Iceland 711.1 -  711.1 3.0%

Total 750.8 -  750.8    

Effective systemic risk buffer         2.84%

Exhibit 3.6. Combined capital buffer requirement. Consolidated.

    31.12.2018 31.12.2017

       

Capital conservation buffer 2.50% 2.50%

Countercyclical capital buffer 1.21% 1.22%

O-SII buffer   2.00% 2.00%

Systemic risk buffer 2.84% 2.88%

Combined buffer requirement 8.55% 8.60%

3.3.4 Pillar 2Guidance for StressedConditions

(Pillar 2-G)

The Pillar 2-G is based on future risk and is sub-

ject to the regulators’ assessment of stress tests

performedon the financial institutions (superviso-

rystress testing).TheFMEcanaddthePillar2-Gas

a capital reference if the results from the supervi-

soryassessment indicate that afinancial institution

might not be able to meet the total SREP capital

requirements over the projected economic cycle.

Currently no Pillar 2-G is applicable for the Bank.

3.3.5 Management Buffer

The Bank aims at managing its capital position

and the corresponding capital ratios at a comfort-

ablemarginabovetheoverall regulatorycapital re-

quirement. This margin is referred to as the man-

agement buffer in the Bank’s capital management

framework. The size of the management buffer is

based on factors such as views from the regula-

tor through the SREP, volatility in the Bank’s REA

due to due to currency fluctuation, volatility in the

Bank’s REA due to lumpy asset growth, the Bank’s

target rating, competitive issues, funding terms,

uncertainty in the operating environment not ac-

counted for in the ICAAP and uncertainty in the

regulatory environment.

The Bank’s capital target set by the Board of

Directors assumes that the Bank keeps a man-

agement buffer of about 0.5–2.0% in excess of

the overall capital requirement resulting from the

SREP. Based on themost recent SREP results, this

translates to a target capital ratio of 19.3–20.8%.

According to the CRD IV, the following restric-

tions apply to the composition of Pillar 1 capital:

– CET1 at aminimum4.5% of REA

– Tier 1 capital includingAdditional Tier 1 (AT1) at

aminimum6.0% of REA

– A total capital ratio including Tier 2 debt at a

minimum8.0% of REA

The capital held under Pillar 2-R is subject to the

same proportional restrictions as capital held un-

der Pillar 1, the CRD IV capital buffers shall be

comprised ofCET1 capital only, whereas the com-

position of themanagement buffer is at theBank’s

discretion.

Exhibit 3.7 shows Íslandsbanki’s current regu-

latory requirements and how they contribute to

the Group’s minimum capital target as well as the

composition of the Bank’s capital, the minimum
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Exhibit 3.7. Current regulatory requirements comparedwith Íslandsbanki’s minimum capital target as well as the composition of the capital target. Consolidated.
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landic rules.

3.4 Stress Testing

Íslandsbanki’s stress testing framework aimsatde-

tecting the sensitivity of the Bank’s operations to

changes in the operating environment and to en-

sure that theBankholds sufficient available capital

and liquid funds to meet minimum requirements,

even under stressed operational conditions.

The main types of stress tests performed at Ís-

landsbanki are:

– Sensitivity analysis: Sensitivity analyses provide

information about key risks and enhanceunder-

standing about concentrations in one or several
risk factors. Sensitivity analysis stresses one risk
driver, with different degrees of severity, to as-
sess the sensitivity of the Bank’s operations to
that particular risk driver.

– Reverse stress test: Reverse stress testing con-
sists of defining a significant and pre-defined
negative outcome and then identifying caus-
es and consequences that could lead to such
an outcome. The purpose is to identify possi-
ble combination of events and risk concentra-
tions that might not be included in other stress
tests performed within the Bank. Thus, the re-
verse stress test could reveal weaknesses in the
Bank’s operations thatmightotherwisebeover-
looked.

– Scenario analysis: Scenario analysis can be de-

fined as multiple sensitivity analyses performed

at the same time which assess the resilience of

an institution. A stress scenario is supposed to

be forward looking and identify possible events

or changes in market conditions that could ad-

versely impact the Bank. The scenario should

address the main risk factors that the Bank may

be exposed to. The scenario should be severe

butplausible andat the same timebeconsistent

internally as well as economically.

– Specific events:Under this typeof stress testing,

the Bank assesses specific current or imminent

events that could have extensive impact on its

operations, the risk mitigating actions that can
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Exhibit 3.8. Leverage ratio (ISK bn). Consolidated.

    31.12.2018 31.12.2017

       

On-balance sheet exposures   1,121 1,027

Off-balance sheet exposures   47 51

Derivative exposures   9 6

Leverage ratio total exposuremeasure   1,177 1,085

Tier 1 capital   171 176

Leverage ratio   14.6% 16.2%

betakento reducethe likelihoodof theseevents

materialising and tominimise the impact for the

Bank.

– Reputational risk stress test: Qualitative stress

testing due to reputational risk are performed

with different specialists across the Bank. The

specialists decide on a scenario that could dam-

age the Bank’s reputation and analyse how the

scenario affects the Bank’s reputation, the im-

pact it has on different stakeholders, the like-

lihood that it would have this effect and dis-

cuss possible countermeasures. Thediscussions

are documented and summarised in the Bank’s

ICAAP Stress Testing Results.

The key assumptions for a scenario analysis and

other significant stress tests are developed in co-

operation with the Bank’s Chief Economist, busi-

ness units, ARC and the Board. The results from

stress tests are compared with the Bank’s capital

target, other risk appetitemeasures and risk limits.

If the results indicate a breach in theBank’s capital

targetsorother riskappetiteor strategicmeasures,

remedial actionsmaybe suggested, dependingon

the severity and likelihood of such a breach.

3.5 CRD IV – Leverage Ratio

The leverage ratio is a measure introduced in the

CRD IV, supplementing the risk-based capital re-

quirements. A lower leverage ratio indicates high-

er leverage. The leverage ratio is calculated by di-

viding Tier 1 capital by the sum of total assets and

adjusted off-balance sheet exposures. According

to law, theminimum leverage ratio is 3%.

Exhibit 3.8 shows the breakdown of the expo-

sures and the leverage ratio. The increase in the

total exposure measure is due to a larger balance

sheet whereas the decrease in the Tier 1 capital is

due to a dividend payment. As a result, the lever-

age ratio decreased between years.
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The Bank undertakes credit risk by offering loans, guarantees and other credit products. Credit risk
is the primary risk factor in the Bank’s operations and taking on credit risk is a core activity of the
Bank. The Bank has policies and procedures for accepting, measuring andmanaging credit risk. The
objective of credit risk management is to achieve an appropriate balance between risk and return
and tominimise potential adverse effects of credit risk on the Bank’s financial performance.
At the end of 2018, the Bank’s maximum exposure to credit risk amounted to ISK 1,255bn, com-

pared to ISK 1,170bn at year-end 2017. The loan portfolio grew by 11.9% in 2018 after a 9.8% in-
crease in the previous year. Credit risk accounted for 89% of capital requirements under Pillar 1 and
credit risk and credit concentration risk accounted for 84% of the total capital requirements at the
end of 2018.
This chapter provides a description of the Bank’s credit process, risk assessmentmodels and a de-

tailed breakdown of the loan portfolio that gives an indication of credit concentration and credit
quality.

4.1 Strategy, Organisation and Responsibility

Credit risk is defined as the current or prospective

risk toearningsandcapital arising fromanobligor’s

potential failure to meet the terms of any contract

with the Bank.

Credit concentration risk is the increase in risk

that is driven by common underlying factors, such

as sector, economy, geographical location, type of

financial instrument or due to connections or rela-

tions amongcounterparties. This includes large in-

dividual exposures to parties under common con-

trol and significant exposures to groups of coun-

terparties whose probability of default is driven by

common underlying factors.

The ultimate responsibility for ensuring an ade-

quate credit riskmanagement and internal control

framework at Íslandsbanki lies with the Board of

Directors. The Board defines the credit risk gover-

nance frameworkandtheacceptable levelofcred-

it risk through the Risk Management and Internal

Control Policy, the Risk Appetite Statement and

theCredit Risk Policy.

The Bank’s strategy is to maintain a modest

credit risk profile and it aims to have long-term av-

erage annual credit losses less than 0.9% of the

loan portfolio, excluding the liquidity portfolio and

thequalified retailmortgageportfolio. This risk ap-

petite is reflected in the credit risk limit structure

and guided through the use of credit risk assess-

mentmodels.

Credit risk activities are controlled through ex-

posure limits applied to counterparties, countries,

sectors and products.

As the second line of defence, Risk Manage-

ment monitors the adherence to credit risk limits

and reports on credit risk to the All Risk Commit-

teeandto theBoardofDirectors, includingcurrent

and prospective risk position compared to risk ap-

petite.

The Bank’s credit process, shown in Exhibit 4.1,

is based on a committee structure where the Se-

nior Credit Committee has the authority to ap-

prove credit proposals within authorisation limits

set by the Board of Directors. The Senior Credit

Committee then appoints and allocates credit au-

thorisation limits to its subcommittees and to in-

dividual employees such as branch managers and

credit managers. Credit authorisation limits can

have reference to the risk class of the counterpar-

ty or to specific credit products. For certain retail

products, such as overdrafts and credit cards to in-

dividuals, credit decisions are in part based on an

automated approval process.

The Bank’s Credit Rules outline the principles

governing loans, guarantees and other products

that expose the Bank to credit risk. Trust between

the Bank and its customers is a prerequisite for all

lending, as well as the customer’s ability and will-

ingness to repay in a timelymanner. Sufficient col-

lateral alone cannot justify lending to customers

with insufficient payment capacity.

Tomitigate risk, theBank requires collateral that

is appropriate for the product offered. For some

products, suchas relativelysmalloverdrafts to indi-

viduals,nocollateral is required,giventhat thecus-

tomer’s creditworthinessmeets theBank’s criteria.

Since the Bank does not seize collateral unless a

borrower faces serious repayment difficulties, the

valuationof collateral focuseson its future expect-

ed value at the time of default. The Bank has ap-

pointed a Collateral Board that reviews and pro-

poses guidelines for the valuation of collateral and

pledged assets. The objective is to ensure that the
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Exhibit 4.1. Schematic overview of the Bank’s credit process. Loan applications can be received through the Bank’s

Call Centre as well as the Bank’smobile and online banking platforms.
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valuation of collateral is coordinated throughout

the Bank.

As the first line of defence, the business units

continuously monitor their loan portfolio and pe-

riodically reassess customers’ performance. Col-

lection procedures are set to be agile and swift

to keep arrears at minimum. Loan covenants are

monitored, and appropriate actions are taken to

protect the Bank’s interests if there are covenant

breaches.

Customers that show signs of financial difficul-

ties are placed on an internal watchlist and moni-

tored carefully. When restructuring measures are

more appropriate than collection procedures, the

Bank can offer several measures and restructur-

ing frameworks for customers in financial diffi-

culties. Forbearance measures include temporary

paymentholidays, extensionof loan terms, capital-

isationofarrearsandwaivingofcovenants. Incases

when these measures are not sufficient, they may

be precursors to a more formal restructuring pro-

cess.

Formal legal collection and liquidation of collat-

eral is the final stepof the collection process if oth-

ermeasures are not successful.

4.2 Measurement andMonitoring

Portfolio credit risk is measured both in terms of

current events andpossible future events. Current

events include non-performing ratios, the scope

of forbearance agreements and impairment al-

lowance for defaulted facilities, while possible fu-

tureeventsarecapturedbymeasurementssuchas

the probability of default, and since the adoption

of the accounting standard IFRS 9 also in the im-

pairment allowance for non-defaulted facilities.

Toensure that theBankchargesanadequate in-

terest rate and that it has sufficient capital reserves

to ensure long-term sustainability, the Bank esti-

mates expected and unexpected losses of its loan

portfolio.

The long-term expected credit loss on the loan

portfolio is covered by a part of the interest rate

margin. Due to various underlying factors, the ob-

served annual losses can fluctuate significantly

around the long-term average, sometimes up to

an order of magnitude. To be able to cover these

unexpected losses at any time, the Bank holds

a substantial capital buffer against these fluctua-

tions.Anadequate returnon this capitalbufferalso

needs to be covered by the interest ratemargin.

The annual expected loss (ECL) for a single

obligor depends on the probability that the oblig-

or defaults within the horizon of one year (PD), the

expected exposure at time of default (EAD) and

the loss given default (LGD), expressed as a frac-

tion of the exposure at default:

ECL = PD ⋅ LGD ⋅ EAD.
Under IFRS 9, all loans are required to carry an

impairmentallowanceofeither12-monthexpect-

ed credit loss or, in case of a significant increase

in credit risk since origination, lifetime expected

credit loss. This impairment allowance is calculat-

ed using several different scenarios for the future

economic development and the final result is the

probability-weighted average of the ECL in these

scenarios. The calculation of the impairment al-

lowance under IFRS 9 is further discussed in Note

72.3 in theConsolidated Financial Statements.

The main drivers for the unexpected portfo-

lio loss are correlations between obligor defaults

within the portfolio. These correlations may be

due to common dependencies onmacroeconom-

ic factors or due to business relations between in-

dividual obligors.

Pillar 3 Report 2018 Credit Risk

25



Exhibit 4.2. Methods used to assess the default risk of different obligor types, approximate number of obligors and

relative size of on-balance-sheet exposure at year-end 2018. Parent.

Obligor type PD assessment

Number of

obligors Exposure

    (count) (%)

Individuals Statistical model 90,000 30.5

Small companies Statistical model 9,000 8.5

Large companies Hybridmodel 400 38.2

Credit institutions External rating agencies or expertmodel 50 5.4

Regional governments Expertmodel 20 1.1

Sovereigns External rating agencies 10 16.2

Public sector entities Expertmodel 10 0.1

4.2.1 Definition of Default

The Bank’s definition of default has been updat-

ed so that it simultaneously satisfies the require-

ments in thedefinitionof stage3accordingto IFRS

9, thedefinition of default according to article 178

of CRR and the definition of non-performing ex-

posureused inFINREP.Obligors areconsidered to

be in default according to the current definition if

(a) it is theopinionof theBank that it is unlikely that

theywill fulfil thetermsof theircontractsor (b) they

aremore than90dayspastdueonamaterial credit

obligation. Defaults are definedon the obligor lev-

el rather than the facility level.

Theassessmentunderpoint (a) is basedonade-

fined set of triggers, some of which are fully ob-

jective whereas others are based on assessment.

The general rule is that if any one of these triggers

is activated then the customer is deemed to be in

default. Furthermore, there are requirements that

a customer actively demonstrates that there is no

longer any reason for the Bank to say that they are

in default.

Among the triggers which activate default are

that the revenues of the customer do not sustain

their level of indebtedness, that the customer is in

seriousbreachof covenants in their loancontracts,

that the Bank has initiated serious collectionmea-

sures, that the customer has been given a serious

registration on an internal watchlist and registra-

tions on a credit bureau watchlist are also consid-

ered.

Among the triggers which indicate that a cus-

tomer should no longer be considered in default

are that the customer has maintained normal re-

payments over a certain period, that a period of

probation has been completed and that the cus-

tomer has improved their financial position e.g. by

the injection of new capital.

4.2.2 Probability of Default

The way an obligor’s probability of default (PD) is

assessed depends on the obligor type. Exhibit 4.2

shows the methods used to assess the risk for dif-

ferent obligor types and the number of obligors

and the relative size of exposure for each obligor
type.
The Bank uses internal rating models to assess

the default probability of companies and individ-
uals. The rating of large companies is based on a
company’s most recent financial statements, to-
gether with a qualitative assessment of its man-
agement, market position and industry sector. The
model assigns each obligor to one of ten risk class-
es. Risk class 10 is for obligors in default and risk
classes 1–9 for other obligors.
For individuals and small companies1, the Bank

uses two different statistical rating models. These
models are behavioural scoring models and use
information about a customer’s payment history,
amount of debt and deposits and demographic
variables to assess the probability that a customer
will default on any of their obligations within 12
months of the rating assessment.
Exhibit 4.3 shows the mapping from risk class-

es to the probability of default (PD) for the three
different ratingmodels. ThePDcorresponds to the
observed long-term average default rate.

4.2.3 ObservedDefault Frequency

The Bank’s PD models predict the average long-
term default rate while the observed default fre-
quency (ODF) depends on the current state of the
economy,which in2018wasconsideredtobebet-
ter than average.
In2018therewereonlyaboutadozenobserved

defaults for large companies, which translates to
a 2.8% default frequency compared to a predict-
ed default probability of 5.1%. The defaults were
so few that a meaningful comparison of observed
default frequency andpredictedprobability of de-
fault per risk class is not possible.

1For credit purposes, a company is considered to be small
if the total exposure to the Bank is less than ISK 150m.
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Exhibit 4.3. Average long-termPD levels per risk class for the different ratingmodels.

Risk group Risk class Large companies Small companies Individuals

    (%) (%) (%)

Low 1 0.3 0.2 0.1

  2 0.4 0.4 0.2

  3 0.8 0.8 0.4

  4 1.3 1.7 0.9

Medium 5 2.3 2.7 1.7

  6 4.1 5.0 2.6

Increased 7 7.1 8.5 4.0

  8 12.5 17.0 7.3

High 9 21.8 41.1 23.4

Exhibit 4.4. Observed default frequency (ODF) and

predicted probability of default by risk class for individ-

uals in 2018, results for 2017 shown for comparison.

Logarithmic scale. Parent.
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Exhibit 4.5. Observed default frequency (ODF) and

predicted probability of default by risk class for small

companies in 2018, results for 2017 shown for compar-

ison. Logarithmic scale. Parent.
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For individuals and small companies, howev-

er, the number of defaults allow for a meaningful

breakdown by risk classes as shown in Exhibits 4.4

and 4.5. Risk classes 1 through 4 are grouped to-

gether due to few defaults in those risk classes.

The average long-term PD is shown in the figures

as a shaded area. As expected, given the current

state of the Icelandic economy, the observed de-

fault frequency is lower than the predicted long-

term default rate. The observed default frequency

was 2.9% compared to the 5.6% predicted proba-

bility of default for individuals, corresponding rates

were 6.0% and 7.6% for small companies, respec-

tively.

4.2.4 Loss GivenDefault

The loss given default (LGD) represents the per-

centage of the exposure which is expected to be

lost if an obligor goes into default. The loss giv-

endefaultmostly dependsoncollateralisation and

other credit mitigants but in many cases default-

ed customers become performing again without

the need to seize collateral. To take historically

observed loss experience into account, while also

allowing for a risk-sensitive differentiation of the

portfolio, loss given default is therefore modelled

using loss severity in several different scenarios.

One of the scenarios considered is that the facil-

ity becomes performing again without interven-

tion by the Bank and the probability of that sce-

nario is the so-called cure rate. The other scenar-

iosassumethat recoveriesarebasedon theseizing

of collateral and apply different haircuts accord-

ing to the type of collateral and scenario. The hair-

cuts are applied to themost current and appropri-

ate valuation of the pledged collateral. The hair-

cuts take into account cost of sale, depreciation of

value and discounting of recovery cash flows. The

resulting amounts are allocated to eligible expo-

sures by minimising the total uncollateralised ex-

posure amount subject to constraints imposed by

the collateral agreements. For facilities and oblig-

ors where collateral is generally not pledged the

estimateofLGDmaybebasedonaspecificassess-

ment.
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4.2.5 Exposure at Default

To model exposure at default (EAD), the Bank

currently applies the supervisory credit conver-

sion factors (CCF) stipulatedbyBasel to unutilised

amounts:

EAD = drawn amount+CCF ⋅ undrawn amount.
The Bank has developed models for exposure

at default that take the expected amortisation

schedule into account and these models are used

in calculations of both the 12-month and lifetime

expected credit losses in IFRS 9. The EAD shown

here is, however, the one found for capital require-

ment purposes and not for IFRS 9.

4.3 Credit Concentration

TheBankmonitors credit concentration riskwhich

arises from the unequal and granular distribution

of exposure to borrowers, industry sectors and ge-

ographic regions. The portfolio concentration is

monitored and constrained by limits set in theRisk

Appetite Statement.

4.3.1 Borrower Concentration

The Bank actively seeks to limit large exposures. A

largeexposure isdefinedasanexposure toagroup

of connected clients that is 10% or more of the

Bank’s totalcapitalbase.Theexposure isevaluated

both before and after application of eligible cred-

it risk mitigating effects according to FME rules.2

When assessing the exposure, both on-balance

sheet items and off-balance sheet items from all

types of financial instruments are included.

The Bank has internal criteria that define con-

nections between clients in line with Icelandic

2FME Rules no. 233/2017 on Prudential Requirements
for Credit Institutions

law3, where groups of connected clients are de-

fined.

At year-end 2018, the Bank had four large ex-

posures amounting to 44% of its capital base. No

large exposure is above the maximum 25% single

large exposure limit set by the law.

The Bank seeks to limit borrower concentration

risk and has an internal limit on the aggregated

exposures to the 20 largest groups of connected

clients.

4.3.2 Industry Sector Concentration

TheBank defines industry sectors as groups of en-

tities that have similar primary activities, under-

lying risk factors and behaviour characteristics. A

see-through principle is applied for holding com-

panies that own other companies but do not pro-

ducegoodsor services, i.e. aholdingcompanymay

beclassified in thesectorof its investmentsandnot

as an investment company if all the investments

are in the same sector. This is done to better cap-

ture the underlying risk of economic industry sec-

tors.

The Bank has limits on both the exposure to any

single economic industry sector as well as the ag-

gregated exposure to the three largest economic

industry sectors as a percentage of the Bank’s to-

tal credit exposure. Exposure to individuals, as an

economic industry sector, is also considered sepa-

rately.

The tourism industry is an important economic

sector in Iceland but due to the nature of tourism,

its effects are not limited to hotels, car rentals and

tour guides. The effects can also be seen in con-

venience stores, restaurants and other operations

that benefit from the inflow of tourists. The Bank

3Article (1)(a) of Act no. 161/2002 on Financial Under-
takings

therefore monitors the tourism industry internally

as a quasi-sector instead of a new separate sector.

4.3.3 Geographic Concentration

Country risk is the risk of losses thatmay occur, for

example, due to economic difficulties or political

unrest in countries to which the Bank has expo-

sures.Country risk includespolitical risk, exchange

rate risk, economic risk, sovereign risk and transfer

risk, i.e. economic factors that could have signifi-

cant influence on the business environment.

Specific geographical limits are established to

manage country risk. The geographical limits ap-

ply to the country fromwhere the credit risk arises.

Iceland is considered tobeahomemarketand is as

such not subject to geographical limits.

Most of the Bank’s activities are in Iceland but

the Bank maintains a certain amount of interna-

tional activities. The overseas strategy is built on

a heritage of servicing the core industries in Ice-

land, primarily focusing on the seafood industry.

The strategy focuses on the North Atlantic region,

includingCanada, theUnited States andNorway.

4.3.4 Product Concentration andCollateral

Concentration

The Bank regularly monitors product concentra-

tion and collateral concentration but neither type

is currently considered to bematerial.

4.4 Settlement Risk

Settlement risk is the risk that a partywill fail to de-

liveron the termsofacontract at the timeof settle-

ment. Settlement loss can occur because of a de-

fault at settlement and because of any timing dif-

ferences in settlement between two parties. The

amount at risk or the potential loss is the principal

of the transaction.
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Exhibit 4.6. Themain sources of credit risk.

Item Obligor type Description

Loans to customers Individuals Loans to individuals derive from lending activities to individuals and

households. The largest product type ismortgages, but it also includes term

loans, car loans and leasing agreements, credit cards and overdrafts.

  Legal entities, municipalities and state-guaranteed

obligors

Loans to companies as well asmunicipalities and public-sector entities. This

includes long-term facilities, leases and asset based financing, working capital

facilities and other short-term financing, project finance and financing of

income producing real estate.

Balances with theCentral Bank and loans

to credit institutions

Financial institutions and central banks Mandatory reserve deposits and other balances with theCentral Bank as well

as other exposures to international banks and financial institutions, for

example as part of the Bank’s liquiditymanagement.

Bonds and debt instruments Government entities, issuers of listed bonds

approved by the Bank’s credit committees

The Bank is exposed to credit risk due to trading and investing in debt

instruments, for example as part of the Bank’s liquiditymanagement and its

trading activities.

Off-balance sheet items   This includes unused overdrafts and credit card limits, undrawn amounts in

credit agreements and project finance agreements, letters of credit and

export documentary credits.

Derivatives Qualified counterparties with defined credit limits

at the Bank

Derivatives and other financial instruments that involve contingent exposures.

Other financial assets   Unsettled transactions, account receivables.

To mitigate settlement risk on counterparties,

the Bank utilises the services of clearing houses

andapplies thegeneral rule of delivery versus pay-

ment. If such a rule is not applicable due to the na-

ture of thebusiness relationship, a settlement limit

is assigned to the counterparty to limit the risk.

4.5 Counterparty Credit Risk

Counterparty credit risk (CCR) is the risk arising

from the possibility that the counterparty may de-

fault on amounts owedon aderivative transaction.

Íslandsbanki takes on CCR when entering into

derivatives transactions. This includes, but is not

limited to, interest rate swaps and futures, cross-

currency swaps, equity forwards and options. The

Bank actively uses derivatives to hedge currency,

interest and inflation exposures.

Derivative contracts are generally subject to IS-

DA master agreements with a Credit Support An-

nex, or similar terms, with collateral in the form of

cash and eligible bonds.

InformationonCCRexposures in variousbreak-

down is provided in Tables CCR1, CCR2, CCR3,

CCR5-A,CCR5-BandCCR6 in theAdditionalPil-

lar 3 Disclosures.

4.6 Credit Risk Exposures

Credit risk exposure comprises both on-balance
sheet and off-balance sheet items. Exposure to
credit risk for on-balance sheet assets is the net
carrying amount as reported in the Consolidat-
ed Financial Statements. The exposure for off-
balance sheet items is the amount that the Bank
might have to pay out against financial guaran-
tees and loan commitments, less the impairment
the Bank has made for these items. The credit ex-
posure for capital requirement purposes does not
reconcilewith thenet carrying amount in theCon-
solidated Financial Statements mostly due to the
contribution of off-balance sheet items, see Table
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Exhibit 4.7. Themain sources for credit risk at year-end 2018 and 2017 (ISK bn). Consolidated.

Credit risk 31.12.2018 31.12.2017

     

Loans to customers 846.6 756.9

Balances with theCentral Bank and loans to credit institutions 176.6 215.7

Bonds and debt instruments 69.4 27.1

Off-balance sheet items 146.0 153.9

Derivatives 8.9 6.3

Other financial assets 7.5 9.8

Total 1,255.1 1,169.7

Exhibit 4.8. Cash andbalanceswith theCentral Bank and loans to credit institutions at year-end2018 and2017, with

ratings based on S&PGlobal ratings or equivalent (carrying amount, ISK bn). Consolidated.

Type of institution 31.12.2018 31.12.2017

     

Central Bank 135.1 189.0

Domestic credit institutions 0.8 2.1

Foreign credit institutions 40.8 24.6

thereof rated AA- and above 5.7 1.5

thereof rated A- to A+ 25.5 19.1

thereof rated BBB+ and lower 9.5 4.0

Total 176.6 215.7

LI2 in the Additional Pillar 3Disclosures for details

on the difference. For capital requirement purpos-

es, credit conversion factors are applied to guar-

antees and undrawn commitments. For derivative

contracts, theexposure iscalculatedbyaddingpo-

tential future credit exposure to the positive mar-

ketvalueof thecontract.TheBankcurrentlyhasno

direct credit exposure to securitisation.

Exhibit 4.6 summarises and describes the main

sources of credit risk, while Exhibit 4.7 shows the

main sources for credit risk at year-end 2018 and

2017.

4.6.1 Balances with theCentral Bank and Loans

to Credit Institutions

Cashandbalanceswith theCentral Bank (CB) and

loans to credit institutions can fluctuate consid-

erably between periods due to liquidity manage-

ment. Exhibit 4.8 shows a breakdown of these ex-

posures at year-end 2018 and 2017.

Cash and balances with the Central Bank in-

clude CB deposits, minimum reserve require-

ments and other balances with theCB.

TheBankhasexposures todomestic and foreign

credit institutions, mostly in the form of money-

market deposits and nostro accounts.

Exposures are only granted to credit institutions

thathavebeenallocatedacredit limitby theSenior

CreditCommittee.Whenapplying foracredit limit

for a specific credit institution, a thorough analysis

of the institution ispresented to thecommittee, in-

cluding credit ratings from rating agencies, as ap-

propriate.

4.6.2 Bonds andDebt Instruments

TheBank isexposedtocredit riskasa resultof trad-

ing and investing in bonds and debt instruments,

for example as part of theBank’s liquiditymanage-

ment and as a result of restructuring activities. Ex-

hibit 4.9 presents theBank’s position in bonds and

debt instruments.

4.6.3 Off-Balance Sheet Items

The Bank’s exposure deriving from off-balance

sheet items totalled ISK 146bn at year-end 2018

compared to ISK 154bn the year before. For reg-

ulatory purposes a credit conversion factor is ap-

plied to calculate the exposure under the cred-

it risk framework. Calculated in this way, the reg-

ulatory credit exposure deriving from off-balance

sheet items totalled ISK 47bn at year-end 2018

compared to ISK 51bn at year-end 2017.

4.6.4 Derivatives

The Bank uses derivatives to hedge currency, in-

terest and inflation exposure. The Bank carries rel-

atively low exposure due to margin trading with

clients and in thesecases, theBankholdscollateral
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Exhibit 4.9. Bonds and debt instruments at year-end 2018 and 2017, with ratings based on S&P Global ratings or

equivalent (carrying amount, ISK bn). Consolidated.

Bonds and debt instruments 31.12.2018 31.12.2017

     

Icelandic Government and regional government guaranteed bonds 15.4 4.7

Foreign government bills 41.3 10.9

thereof rated AAA 24.7 10.9

thereof rated AA 16.6 -

Domestic corporates 2.1 1.9

Domestic credit institutions 10.6 9.7

Total 69.4 27.1

Exhibit 4.10. The main sources of changes in the net carrying amount of loans to customers from year-end 2017 to

year-end 2018. Outstanding loans that are refinanced within the Bank are shown both as an increase and a decrease

in the carrying amount. Regular instalments, pre-payments and loans that are fully repaid are all shown as instalments

in this chart. The effect of facilities that do not have a fixed repayment schedule such as overdrafts and credit cards is

inOther changes. (ISK bn). Consolidated.
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to cover possible losses. Credit risk for derivatives

amounted to ISK 8.9bn at year-end 2018 com-

pared to ISK 6.3bn the year before.

Seealsodiscussiononderivatives inSections4.5

and 5.3.5.

4.6.5 Country Risk Exposure

Exposure to countries other than Iceland amount-

ed to ISK 77bn at year-end 2018. This exposure

relates mainly to the management of the Bank’s

foreign liquidity reserves. The Bank has no retail

lending activities outside of Iceland but maintains

amodestly-sizedportfolioof lendingtocompanies

in theUnitedStates,CanadaandNorwaywithin its

North-Atlantic strategy. The exposure to compa-

nies within this portfolio was ISK 22.7bn at year-

end 2018.

4.7 Loans to Customers

Loans to customers, both individuals and compa-

nies, represent the largest part of the Bank’s credit

risk exposure. This section describes the portfolio

of loans to customers and its development.

4.7.1 Development of the Loan Portfolio

At year-end 2018 the net carrying amount of the

portfolio of loans to customers was ISK 847bn,

having grown from ISK 755bn at year-end 2017.

This growth of 12% ismainly due to new lending to

new and existing customers, but also inflation and

depreciation of the ISK. New lending surpasses in-

stalments, repayments, write-offs and other items

such as changes in overdrafts and credit cards. Ex-

hibit4.10showsthedevelopmentof the loanport-

folio through 2018.
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Exhibit 4.11. Currency composition of loans to customers at year-end 2018 (net carrying amount, ISK bn). Consoli-

dated.

Industry sector

Non-

indexed CPI-linked

Foreign

currency Total

         

Individuals 132.6 186.6 0.2 319.4

Commerce and services 99.5 18.6 6.1 124.2

Construction 24.3 4.0 0.9 29.1

Energy 2.8 3.9 0.2 6.9

Financial services 1.7 - - 1.7

Industrial and transportation 41.7 5.7 32.4 79.8

Investment companies 12.6 3.8 7.3 23.8

Public sector and non-profit organisations 7.3 4.8 0.0 12.1

Real estate 67.6 66.3 9.0 142.9

Seafood 8.5 0.4 97.9 106.7

Total 398.5 294.0 154.0 846.6

4.7.2 Currency Composition of Loans to

Customers

As a principle, the Bank aims to have the currency

composition of loans to customers in balance with

customer needs. In particular, loans to customers

whose income is predominantly in ISK should be

denominated in ISK. The Bank has in place strict

rules regarding lending in foreign currency, ensur-

ing management of this risk. Exhibit 4.11 shows a

breakdown of loans to customers by industry sec-

torandcurrencytypes.Loanstocustomersarecat-

egorised into three currency types, Non-indexed

ISK, Consumer Price Index (CPI) linked ISK and

Foreign currency (FX).

4.7.3 Loans to Individuals

Loans to individuals amounted to ISK 319bn at

year-end 2018 compared to ISK 299bn the year

before. New loans and refinancing amounted to

ISK 89bn.

Loans to individuals derive from lending activi-

ties to individuals and households and can be bro-

ken down into five product types, namely mort-

gages, term loans, credit cards, overdrafts and

leasing.

The largest part of loans to individuals is in the

form of residential real estate mortgages. Mort-

gages are granted to individuals to buy or refi-

nance real estate for their own use. Mortgages

are secured by the first lien on the residential re-

al estate or consecutive liens from and includ-

ing the first lien. The Bank actively manages the

mortgage portfolio, for example by having high-

ly trained mortgage consultants, by making pay-

ment processing effortless with automatic trans-

fersandbyactively initiatingcollectionprocedures

ina timelymannerbycontactingcustomers imme-

diately if payments are late. In July 2017, regula-
tors set a cap of 85%ofmarket value for the LTVof
all newmortgages in Icelandbut up to90%LTV for
first-time buyers.4 The Bank’s policy was already
stricter than that and therefore this new regulation
had no effect on the Bank’smortgage portfolio.
Term loans to individuals are often secured with

residential real estate but do not satisfy all the re-
quirements needed to be classified as the prod-
uct type mortgages. These loans may have a non-
standard term structure, or the purpose of the
loan may not have been to acquire the underly-
ing property. Other examples are additional loans
for first-time homebuyers or loans for home im-
provements. These term loans are generally not
as well collateralised as mortgages. A last group
of term loans are loans provided to individuals for
purchases of vehicles, mostly cars and campers.
These loans are usually well collateralised.
Credit cards and overdrafts to individuals are

usually uncollateralised short-term consumer
loans. They are used to meet fluctuations in cash
flows and the outstanding amounts per customer
are typically low. It is expected that future earning-
ability of individuals is sufficient for repayment
without a formal collateral.
Leasing agreements are provided to individuals

forpurchasesof vehicles,mostly cars andcampers.
These agreements are usually well collateralised.
For credit risk purposes these leasing agreements
are very similar to loans provided for the samepur-
pose.
Note 43 in the Consolidated Financial State-

ments shows a breakdown of the maximum credit
exposure by these product types.
The loan-to-value (LTV) ratio is an important

factorwhenmeasuring the riskof amortgageport-
4FME Rules no. 666/2017 on Maximum Loan to Value

Ratio for NewResidential Mortgages.
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Exhibit 4.12. Breakdown of themortgage portfolio by the LTV calculated for each property, year-end 2018 and 2017

(net carrying amount, ISK bn). Consolidated.

0

10

20

30

40

50

60

31.12.2017

31.12.2018

Exhibit 4.13. Breakdown of themortgage portfolio by LTV bands, year-end 2018 and2017 (net carrying amount, ISK

bn). Seemain text for further explanation. Consolidated.
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folio. The LTV for a single mortgage is the current

net carrying amount of the loan dividedby the val-

ueof theproperty. Thevalueof theproperty isusu-

ally taken as the tax value obtained from Regis-

ters Iceland5 but for newly grantedmortgages, the

purchasepriceof thepropertycanbeusedasaval-

uation in the beginningwhile it is consideredmore

5In Icelandic: Þjóðskrá Íslands. For detail see Icelandic
Property Registry.

accurate. For mortgages that are not on the first

lien, the combined loan to value (CLTV) is the sum

of the current carrying amount of the loan under

consideration and the outstanding balance of all

previous liens, divided by the value of the proper-

ty. For a portfolio of mortgages, however, the LTV

can be represented in various ways depending on

the intended usage. Here, two such representa-

tions are presented.

The first representation is from the property

point of view. To find the average LTV of a mort-

gage portfolio, each property is assigned themax-

imumCLTV value of the Bank’smortgages on that

property and that value is weighted with the to-

tal carrying amount of the Bank’s loans on the

property. The weighted average LTV, calculated in

themanner described, was 61% at year-end 2018

compared to 63% at year-end 2017.

Exhibit 4.12 shows the LTV distribution by cat-

egorising the total carrying amount of the Bank’s

loans on each property in the mortgage portfolio

by themaximumCLTV for that property.

Another way to represent the LTV of a mort-

gage portfolio is to consider how each part of the

loan amount is distributed in loan-to-value bands.

In the breakdown, each part of the loan amount

is categorised according to its ranking in the to-

tal debt on the property. The first band represents

the part of the portfolio that falls in the0–10%LTV

band, the second represents the part that falls in

the 10–20% LTV band and so on.

Exhibit 4.13 shows how the mortgage portfolio

isdistributed in loan-to-valuebandsdefined in this

way.

For capital requirement assessment purposes,

residential real estatemortgages to individuals are

divided into two segments, thepart that is covered

up to 80% LTV and the amount that exceeds 80%

Pillar 3 Report 2018 Credit Risk

33

https://www.skra.is/english/individuals/real-properties/property-valuation/
https://www.skra.is/english/individuals/real-properties/property-valuation/


Exhibit 4.14. The continuous LTV distribution of the portfolio of loans to customers by type of underlying asset at

year-end 2018 (ISK bn). Consolidated.
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LTV. The part with an LTV below 80% is potential-

ly eligible for a 35% risk weight when calculating

the capital requirements as compared to 75% for

the remaining part. One of the benefits of the rep-

resentation shown in Exhibit 4.13 is that the part

of themortgageportfolio that ispotentiallyeligible

for a 35% risk weight is on the left side of a vertical

line drawn at 80% LTV in Exhibit 4.13, this amount

cannot be inferred fromExhibit 4.12.

4.7.4 Loans to Companies

The category loans to companies includes loans to

companiesaswell asmunicipalitiesandpublic sec-

tor entities. These loans comprise a significant part

of the Bank’s balance sheet and operation. Loans

to companies amounted to ISK527bnat year-end

2018 compared to ISK 458bn at year-end 2017.

New loans and refinancing of outstanding loans

amounted to ISK 230bn in 2018.

Credit policies are in place to ensure to the ex-

tent possible that companies have the capacity to

repay their loans. The Bank also takes collateral to

minimise loss in case of default.

Notes 49 and 50 in the Consolidated Financial

Statements show the maximum credit risk expo-

sure for loans to companies, broken down by in-

dustrial sectors, product types andwhether the fa-

cilities are in stage 3 or not. Note 50 furthermore

shows the type of collateral held against these ex-

posures.

The Bank’s exposure to tourism has increased

with the increased importance of tourism to the

Icelandic economy. The exposure to tourism was

12%of the loanportfolioat year-end2018,a slight

decrease from the year before.

4.8 Loans Covered byCollateral

Collateral and other credit risk mitigants vary be-

tween types of obligors and credit facilities. Loans

toeligiblecredit institutionsareusuallyunsecured.

For loans to individuals, the principal collateral

pledged is residential property againstmortgages.

Unsecured loans to individuals are mostly short-

term consumer loans such as overdrafts and cred-

it cards. In the case of large companies, pledged

collateral includes real estate, fishing vessels, cash

and securities, as well as other collateral includ-

ing accounts receivable, inventory, vehicles and

equipment. Loans to government entities and to

municipalities are generally unsecured.

In some cases, the Bank uses guarantees as

credit enhancement but since guarantees effec-

tively transfer credit risk from one counterparty to

another theydonot represent a reduction inexpo-

sure tocredit risk although theymay strengthen its

quality. Covenants in loan agreements are also an

important credit enhancement but they donot re-

duce credit exposure.

Valuation of collateral is based on market price,

official valuation from Registers Iceland or the ex-

pert opinion of the Bank’s employees, depending

on availability. In the case of fishing vessels, the

assigned fishing quota is included in the valua-

tion, based on a valuation by the Bank’s Collateral

Council. Since the price volatility differs between

asset classes it is interesting to consider how the

LTVdistributionof theportfolio is splitbetweenas-

set classes. This LTVdistribution is shown inExhibit

4.14.

To assess the financial effect of collateral on

maximum credit exposure, the Bank allocates col-

lateral to loans using an optimisation algorithm.

Among other things, the algorithm ensures that

collateral is not assigned in excess of its estimat-
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Exhibit 4.15. Financial effect of allocated collateral for loans to customers at year-end 2018 (ISK bn). Consolidated.

Collateral

Residential real

estate

Commercial real

estate Vessels Cash & securities

Vehicles &

equipment Other collateral

Credit exposure

covered by

collateral

               

Individuals 262.7 8.5 0.0 0.1 13.7 0.0 285.1

Commerce & services 8.0 47.9 0.9 5.2 28.4 17.9 108.2

Construction 9.3 13.4 - 0.1 4.8 0.2 27.9

Energy - 3.7 - 0.4 - - 4.1

Financial services - - - 0.2 - - 0.2

Industrials & transportation 1.1 36.0 0.0 2.0 8.2 14.1 61.4

Investment companies 4.0 5.4 0.0 11.1 0.1 3.1 23.6

Public sector &NPO’s 0.1 0.9 - - 0.0 - 1.1

Real estate 16.5 119.3 - 2.0 0.4 0.3 138.5

Seafood 0.3 13.1 82.2 0.0 0.2 12.2 108.0

Total 302.1 248.1 83.1 20.9 55.8 47.8 757.9

ed value, in excess of any maximum amount stip-
ulated in a collateral agreement or in excess of the
claim value of the relevant loans or the maximum
potential exposure in case of facilities with an un-
drawn component. The last constraint means that
if some loans have collateral values in excess of
their claimvalue, then theexcess is removed in this
assessment inorder to reflect theBank’s actual ex-
posure to credit risk.
Exhibit 4.15 shows the financial effect of allo-

cated collateral at year-end2018brokendownby
sector and type of collateral.

4.9 Risk Profile

As described in Section 4.2.2, each obligor is as-
signed a risk class depending on how likely they
are considered to default in the next 12 months.
Note 45 in theConsolidatedFinancial Statements
shows the breakdown of loans to customers, off-

balance sheet loan commitments and financial

guarantees into risk class groups and stages. Ex-

hibits 4.16 and 4.17 show the breakdown of loans

to customers graphically where in addition, expo-

sure to individuals and exposure to companies are

shown separately. Exhibit 4.18 shows the migra-

tion of customers between risk classes in 2018.

According to IFRS 9, the impairment allowance,

i.e. the difference between the gross and the net

carrying amount, is the expected credit loss (ECL).

Exhibit 4.19 shows the breakdown of the ECL for

loans to customers by IFRS 9 stages. The columns

show the contribution to the ECL from the prob-

ability of default (PD) and the loss given default

(LGD). For facilities in stage3, thePDdoes not ap-

ply since default has already occurred. Additional-

ly, the LGD contribution is divided into the prob-

ability that the default will not cure, and thus lead

to an economical loss (loss rate), and the expected

size of the eventual economic loss (loss severity).

Finally, for facilities in stage 2, the loss allowance is

equal to theexpected loss for anyeventsoccurring

during the lifetime of the facility, the contribution

of this is shown in thecolumnEffectof lifetime loss.

The Bank monitors the non-performing loans

(NPL) ratio but due to the adoption of IFRS 9 it

has been necessary to change the definition. The

non-performing ratio that the Bank uses, depict-

ed in Exhibit 4.20, is based on the gross carrying

amount of loans to customers that are in default

(i.e. stage 3), see Section 4.2.1 for further details

on the Bank’s definition of default. For compari-

son the NPL definition that the Bank used before

the adoption of IFRS 9 is shown in Exhibit 4.21.

When doing comparisons on NPL ratios between

different banks it must be borne in mind that an

industry standard has not yet emerged on how to

define the NPL. The NPL ratio will usually not be
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Exhibit 4.16. Loans individuals by risk groups and stage

at year-end 2018 (net carrying amount, ISK bn). Con-

solidated.
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Exhibit 4.18.Migration of risk classes in 2018 (net carrying amount, ISK bn). Consolidated.
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Exhibit 4.17. Loans companies by risk groups and stage

at year-end 2018 (net carrying amount, ISK bn). Con-

solidated.
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comparable between banks unless they use the

exact samedefinition. Theexposureamountsused

to calculate the NPL ratio can be seen in Note

52 to the Consolidated Financial Statements. The

Bank’s NPL ratio was 2.0% at year-end 2018. Due

to the change in definition, the NPL ratio reported

at year-end 2017 is not comparable.

4.10 Exposures in Default and Exposures with

Forbearance

The Bank’s definition of default is described in de-

tail in Section 4.2.1. Details on exposure amounts

in default can be seen in the Note 45 of the Con-

solidated Financial Statementswhere stage 3 cor-

responds to amounts in default. Furthermore, Ex-

hibits CR1-A, CR1-B and CR1-C of the Addition-

al Pillar 3 Disclosures show these amounts broken

downbyassetclass, industry sectorandgeograph-

ic region.

Exhibits CR2-A and CR2-B of the Additional

Pillar 3 Disclosures show the development of im-

pairmentamountsandthestockofdefaulted loans

throughout the year.

Forbearance measures can be granted to cus-

tomers facing temporary challenges or financial

difficulties. For a loan tobeconsideredas forborne,

two conditions need to apply: (1) the Bank has

agreed to changes to the terms of the loan that

wouldnormallynotbeoffered to thecustomerand

(2) the customer was in financial difficulties, mak-

ing it hard for them to uphold the loan contract, at

the time the terms were changed. Such forbear-

ance measures include temporary payment hol-

idays, capitalisation of arrears, extension of loan

terms andwaiving of covenants.

For households, forbearancemeasures are used

toaccommodate temporarychanges inhousehold

income, for instance due to illness or unemploy-

ment. Temporary changes in terms are also grant-

ed to companies when needed, for example to

meet adverse changes in the operating environ-

ment, which affect revenue and cash flows or to

meet necessary but unforeseen capital expendi-

tures. The customer is expected to resume normal

repayments after the concession period. Further-

more,whencovenantsarewaivedduetominordif-

ficulties of customers then it may be classified as a

forbearancemeasure.

Note 46 in the Consolidated Financial State-

ments provides a summary of the Bank’s forborne

assets.
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Exhibit 4.19. The expected credit loss for loans to customers at year-end 2018. See Section 4.9 in the main text for

further details. Consolidated.

Stage

Gross carrying

amount PD LGD loss rate

LGD loss

severity

Effect of

lifetime loss ECL

  (bn) (%) (%) (%) (%) (%)

Stage 1 808.4 5 37 22 0.4

Stage 2 28.9 22 55 18 164 3.7

Stage 3 17.3 66 32 21.3

Exhibit 4.20. The Bank’s definition of non-performing assets, indicated by the highlighted cells.

Asset classes Exposure Cross default Non-performing criteria

(can choosemany) (choose one) (choose one) (can choosemany)

Loans to customers Gross carrying amount Per facility >90 days past due

Loans to credit institutions Net carrying amount Per customer Unlikeliness to pay

Off-balance sheet items  Payments in arrears  Per group of connected Forbearance

Other financial assets    clients Cure period

Exhibit 4.21. The Bank’s definition of non-performing assets before the adoption of IFRS 9, indicated by the high-

lighted cells.

Asset classes Exposure Cross default Non-performing criteria

(can choosemany) (choose one) (choose one) (can choosemany)

Loans to customers Gross carrying amount Per facility >90 days past due

Loans to credit institutions Net carrying amount Per customer Unlikeliness to pay

Off-balance sheet items  Payments in arrears  Per group of connected Forbearance

Other financial assets    clients Cure period

4.11 Capital Requirements

The Bank reports its Pillar 1 capital requirements

for credit risk according to the standardised

approach of the CRD IV. Exhibit CR5 of the

Additional Pillar 3 Disclosures shows exposure

amounts, risk weights and corresponding risk-

exposure amounts for the different portfolios at

year-end 2018.

Capital add-on for credit risk under Pillar 2-R is

estimated in the annual ICAAP process. This add-

on includes concentration risk and underestima-

tion of credit risk under Pillar 1. The ICAAPdiscus-

sionwith the regulator in Icelandhasmaturedcon-

siderably in recent years, resulting in a stable ba-

sis for calculating the add-on for credit risk in Pil-

lar 2-R. This includes an increased risk weight for

certain asset classes where the standardised ap-

proach may not be representative of the inherent

risk. These asset classes comprise municipalities

with low payment capacity, loans to holding com-

panies to buy shares in operating companies, high

volatility commercial real estate and customers

with forbearance agreements. Furthermore, addi-

tional capital is held against loans to customers

that have beenmore than 30 days past due in the

last 12 months. However, it remains to be settled

how the changes due to IFRS 9 impact the calcu-

lation of the capital add-on.
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Thedomestic stockmarket,with a19%decrease in total turnover compared to2017, yieldedamod-
est returnof0.03% in2018according to the stockmarket indexOMXI8GI. The returnof thedomes-
tic bondmarketwas6.6%measuredby theNOMXIBB indexwith a total turnover decreasingby13%
in 2018 compared to 2017. From year-end 2017 to year-end 2018 the Consumer Price Index rose
by3.7%and the ISKdepreciatedby6.9%basedon theCentral Bankmain trade-weighted ISK index.
Market risk accounted for 7.9% of the Group’s total capital requirement in 2018 compared to

12.6% in 2017. The primary development of the Group’s market risk over the course of 2018 was
that interest rate risk in thebankingbookand theGroup’s inflation imbalancewere significantly low-
er in 2018 compared to 2017. The interest rate risk in the banking book decreased mid-year 2018
as theGrouphad strategically positioned the balance sheet to take on the effect the SupremeCourt
ruling in late 2017 regarding interest rate reset terms on consumer mortgage contracts. The devel-
opment of other market risk factors remainedmodest.

5.1 Strategy, Organisation and Responsibility

Market risk is definedas the current or prospective

risk to earnings and capital arising from adverse

movements in the level or volatility of prices of

market instruments, such as those that arise from

changes in interest rates, inflation, equity prices

and foreign exchange rates.

Market risk has been identified as one of the

key risk factors in the Bank’s operations. The Bank

takes on market risk as a part of its business strat-

egy and aims to maintain a moderate market risk

profile. The objective of the Bank’s market risk

management framework is tomanage and control

market risk exposures and ensure that the market

risk profile is within the Board’s approved risk ap-

petite.

Market risk mainly originates in the banking

book due to mismatches in assets and liabilities

with respect to currencies, interest reset dates and

CPI-indexation, and due to shares and equity in-

struments. TheBankalso takesonmarket risk in re-

lation to its tradingactivitiesandotheractivities re-

lated to investment banking or treasury.

The ultimate responsibility for ensuring an ade-

quate market risk management and internal con-

trol framework at Íslandsbanki lies with the Board

of Directors. The Board defines the market risk

governance frameworkandtheacceptable levelof

market risk through theRiskManagement and In-

ternalControl Policy, theRiskAppetite Statement

and theMarket Risk Policy.

The All Risk Committee (ARC) is responsible for

the review and implementation of theMarket Risk

Policy and themarket risk appetite. The Asset and

Liability Committee (ALCO) decides on individu-

al proposals for assuming and pricing market risk

on behalf of the Bank within the appetite and lim-

its approved by the Board and ARC. The manag-

ing director of Corporate & Investment Banking

and the managing director of Finance & Treasury

(CFO) are responsible for themarket risk taken on

or owned by their units and for earning an accept-

able level of return on these risks. The directors of

business units that take onmarket risk onbehalf of

the Bank are responsible for identifying and man-

aging the risk in their portfolios within limits ap-

proved by the Board, ARC or ALCO.

5.2 Measurement andMonitoring

The Bank uses various tools to measure, moni-

tor and limit market risk exposures. These tools

include conventional risk measures, limits on no-

tional and sensitivity measures. The Bank also us-

es stress tests to simulate the effects on portfo-

lios from extreme but plausiblemarket events and

Value-at-Risk (VaR) based measures for margin

requirement calculations, capital calculations and

determination of trading limits. These tools pro-

vide complementary information to notional limits

and sensitivity measures but the limit structure for

market risk is not formally VaR based.

The business units, as the first line of defence,

are responsible for continuous monitoring of the

market risk inherent in their operations, for main-

taining their view on these risks and for notifying

senior management of any foreseeable breaches

of limits, policies or strategic direction. Risk Man-

agement, as the second line of defence, monitors

theoverallmarket riskprofileof theGroup,ensures

properescalationof limitbreachesandprovidesan

independent view on all market risk taken on by

theGroup.

Exhibit 5.1 shows the risk factors related tomar-

ket risk in theGroup’s operations, their origination

andmain limit types.
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Exhibit 5.1.Main types ofmarket risk within Íslandsbanki.

Risk type Description Origination Main limit types

       

Interest rate risk Current or prospective risk to earnings or capital arising from

adversemovements in interest rates. Main sources of

interest rate risk are as follows:

– Re-pricing risk: Arising fromdifferences between the

timing of rate changes and the timing of cash flows.

– Yield curve risk: Arising from changing rate relationships

across the spectrum ofmaturities (change in slope and

shape of the yield curve).

– Basis risk: Arising from changing rate relationships among

yield curves that affect the institution’s activities.

– Optionality risk: Arising from interest rate related options

embedded in the institution’s products.

– Bonds and debt instruments.

– Interest rate derivatives.

– Loans and deposits.

– Basis point value (BPV).

– Total long and short positions in

underlying securities.

– Open delta position of underlying

securities.

– Duration of underlying securities.

Inflation risk (CPI risk) The risk that earnings or capital may be negatively affected

from changes in inflation due to the indexation af assets and

liabilities to theConsumer Price Index (CPI).

– CPI-linked bonds and debt instruments.

– CPI-linked loans and deposits.

– CPI-linked derivatives.

– Size of the inflation imbalance.

Credit spread risk The risk that earnings or capital may be negatively affected

from adversemovements in bond risk premium for an issuer.

– Bonds and debt instruments. – Issuer-specific notional limits.

Currency risk The risk that earnings or capital may be negatively affected

from the fluctuations of foreign exchange rates, due to

transactions in foreign currencies or holding assets or

liabilities in foreign currencies.

– Spot positions in currencies.

– Foreign exchange derivatives.

– Foreign-currency-denominated loans

and deposits.

– Total currency balance.

– Total open position per currency.

– Total notional in underlying derivatives.

Price risk The risk that earnings or capital may be negatively affected

from the changes in the price level or volatility of debt

instruments or equity instruments.

– Equities.

– Bonds and debt instruments.

– Interest rate and equity derivatives.

– Total position in equities.

– Total position in individual securities.

Trading liquidity risk The risk that the Bank is unable to easily liquidate or offset a

particular position withoutmovingmarket prices due to

inadequatemarket depth ormarket disruption, thus

negatively affecting the earnings or capital.

– Bonds and debt instruments.

– Equities.

– Derivatives.

– Total position in individual securities.

– Total notional of foreign exchange

derivatives.

Market risk at Íslandsbanki is split into two cat-

egories, trading book and banking book. Trading

book exposures are related to short- andmedium-

term trading in securities, currencies and other

capital market instruments and derivatives. The

positions are undertaken mainly as a part of the

Bank’s flow trading, through the Bank’s liquidity

portfolio and as hedges against customers’ deriva-

tives contracts. Banking book exposures are secu-

rities held for long-term investment purposes, un-

listedsecuritiesandholdings in subsidiariesoraffil-

iates. In addition, a large part of the banking book

market risk isdue toamismatch in thecomposition

of assets and liabilities, for examplewith respect to

currencies, interest rates, CPI-indexation or oth-
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Exhibit 5.2. Market risk exposure and market risk ap-

petite as a percentage of total capital base, average

positions. Consolidated.

0%

5%

10%

15%

20%

Q
4

−2
0
1

7

Q
1

−2
0
1

8

Q
2

−2
0
1

8

Q
3

−2
0
1

8

Q
4

−2
0
1

8

Currency
risk

Inflation
risk

Interest
rate risk

Equity
risk

Appetite

Exhibit 5.3. Quarterly development of equity risk in

2018. (ISKm). Consolidated.
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Equity risk in the trading book

Equity risk in the banking book

er factors that can affect the Group’s earnings or

earnings volatility. Derivatives used to hedge such

imbalances are categorised in the banking book.

The market risk is managed with specific limits

on risk factors, products and portfolios. Limits are

also set to manage the concentration risk towards

single issuers or instruments, as well as to manage

trading liquidity risk. TheBank is also exposed indi-

rectly tomarket risk through customers’ derivative

positions. Thosepositions are subject to strictmar-

gin andmonitoring requirements.

5.3 Market Risk Exposure

The market risk appetite defines the maximum

market risk exposure that the Group is willing to

undertake. The market risk exposure is measured

according to an internal framework where the

amount and volatility of the underlying positions

are considered. In May 2018, the Board updat-

ed the market risk appetite relative to the Group’s

capital such that for predetermined shifts in risk

factors, the amount at risk shall not exceed 15%

of the Group’s total capital base, a decrease from

the previous limit of 20%. Exhibit 5.2 shows how

themarket risk exposure evolved in 2018 with re-

spect to theaveragequarterlycontributionofeach

risk factor according to themarket risk framework.

In 2018, the overall market risk remained moder-

ate andwell within theGroup’s risk appetite. Equi-

ty riskwas the largest contributing factor tomarket

risk in the year 2018.

5.3.1 Equity Risk

The Group’s equity risk arises from flow trading,

market making, shares acquired through restruc-

turing of companies, and strategic investments.

The equity risk is managed through limits on

aggregatedmarket value andmaximum exposure

or market share in single securities. Equity risk

includes bonds with equity-like features but ex-

cludes hedges against customers’ equity forward

positions. The quarter-end figures for the Group’s

equity risk in 2018 are presented in Exhibit 5.3.

The trading equity exposure decreased in 2018

with an ISK 1.3bn average position compared to

ISK1.7bn in 2017. Themaximumequity exposure

in the trading book was ISK 2.1bn in 2018 com-

pared to ISK 2.8bn in 2017.

The equity risk in the banking book, such as fair

value shares and sharesheld for sale, remained rel-

atively stable in the year 2018. The Group has no

positions in equity underwriting.

An overview of the equity instruments is pre-

sented in Note 6 in the Consolidated Financial

Statements. Please note that bonds with equity-

like features are excludedandhedges against cus-

tomers’ equity forward positions are included in

Note6which isnot in linewithequity risk as it is de-

fined intheBankfromariskmanagementperspec-

tive. For information on equity forward positions

see Note 24 in the Consolidated Financial State-

ments.

5.3.2 Interest Rate Risk

To manage interest rate risk, the Bank uses sen-

sitivity measures like basis point value (BPV). The

BPV measures the effect of a 0.01 percentage

point (1 basis point) parallel upward shift in the

yield curve on the fair value of the underlying po-

sition. The quarter-end figures for the Group’s in-

terest rate risk in 2018 are presented in Exhibit

5.4. The interest rate risk in the banking book in-

creased in 1Q2018 due to new debt being issued

and then significantly reduced in 2Q2018 due to

the Group taking into account the impact of the

SupremeCourt ruling regarding interest rate reset

terms on consumermortgage contracts.

Interest Rate Risk in the Trading Book

The Group’s interest rate exposures in the trading

book arise mainly from flow trading, market mak-

ing and liquidity management. All positions in the

trading book are subject to BPV or duration lim-

its, both intraday and end-of-day limits. In addi-
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Exhibit 5.4.Quarterly development of interest rate risk in

2018. Presented as the change in fair value that results

from a 100 basis points parallel upward shift in yield

curves (100BPV in ISKm). Consolidated.
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Exhibit 5.5. End-of-quarter development of interest rate

risk in the banking book in 2018 (weighted adverse BPV

in ISKm). Consolidated.
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Interest rate risk in the banking book

Exhibit 5.6. End-of-quarter development of the banking

book inflation imbalance in2018 (ISKbn).Consolidated.
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Inflation imbalance in the banking book

tion toBPV limits, there are limits on the total short

and long positions in underlying bonds. For for-

eign bonds and bills in the liquidity portfolio there

are issuer rating andmaturity limits. Themaximum

interest rate risk, measured as the absolute val-

ue of the effect of a 100 basis points parallel ad-

verse shift in yield curves, was ISK 371m in 2018

compared to ISK 437m in 2017. An overview of

the Bank’s interest rate risk in the trading book is

provided in Note 59 in the Consolidated Financial

Statements.

Interest Rate Risk in the Banking Book

Interest rate risk in the banking book (IRRBB) aris-

es from theGroup’s core banking activities. It rep-

resents the risk of loss from fluctuations in future

cash flows or fair value of financial instruments as

market rates change over time, reflecting the fact

that the Group’s assets and liabilities are of differ-

ent maturities and are priced relative to different

interest rates. TheGroup’smain sourcesof interest

rate risk in the banking book are fixed rate mort-

gage loans, covered bond debts and fixed-term

deposits.

Interest rate risk in the banking book is man-

aged by limits on the sensitivity of the fair value

of the Bank’s assets and liabilities to changes in

market rates. All interest-bearing assets and lia-

bilities are bucketed according to their next inter-

est rate reset date, and the effect of a 100 ba-

sis points upward parallel shift on the interest rate

exposure is measured. The sensitivity calculations

are based on the duration of the underlying as-

sets and liabilities. The calculations exclude non-

performing loans since the valuation of such loans

is based on the expected recovery and is not af-

fected by changes in the underlying interest rates.

An overview of the Bank’s interest rate risk in the

banking book is provided in Note 61 in the Con-

solidated Financial Statements.

In addition to a parallel shift in yield curves, the

Group measures the effect of a so-called weight-

edadverse shift in yieldcurves. Thisentails thatdif-

ferent weights are used to shift each yield curve in

a direction that results in a loss for the Group, and

the effect per yield curve is then addedup to a sin-

gle amount. The development of the Group’s in-

terest rate risk in the banking book in 2018 based

on this weighted adverse BPV is shown in Exhibit

5.5.

5.3.3 Inflation Risk

The Group is exposed to inflation risk since assets

linked to the CPI exceed liabilities linked to the

CPI. The net carrying amount of all CPI-linked as-

setsand liabilitieschangesaccording tochanges in

theCPIatanygiventimeandall changes in theCPI

affect the Group’s profit and loss through inter-

est income. The inflation risk inherent in the trad-

ing book positions is captured through the inter-

est rate risk of the positions. At year-end 2018 the

inflation imbalance in the banking book amount-

ed to ISK 12.0bn compared to ISK 27.5bn at

year-end 2017. The banking book inflation imbal-

ance decreased in 2018 mainly due to new CPI-

linkedcoveredbond issuancesandderivativecon-

tracts. Exhibit 5.6 displays the development of the

Group’sbankingbook inflation imbalance in2018.
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Exhibit 5.7. End-of-quarter development of the curren-

cy imbalance in 2018 (ISK bn). Consolidated.
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Currency imbalance

5.3.4 Currency Risk

Currency risk ariseswhenfinancial instruments are

not denominated in theGroup’s reporting curren-

cy, especially if there is amismatch in the currency

denomination of assets and liabilities.

Currency risk is managed within internal and

regulatory limits. In August 2018 the regulatory

limitonthecurrencypositionsofdomestic system-

atically important financial institutions was tight-

ened.1 This limit applies to theBankandstates that

the net position per currency and the overall cur-

rency imbalancemay not exceed 10% of the capi-

talbase, adecrease fromthe15% limit thatapplied

before. Exhibit 5.7 displays the development of

theGroup’s currency imbalance in 2018. The cur-

rency imbalance was relatively stable throughout

the year and fluctuated around zero. The overall

consolidated currency imbalance was ISK -0.3bn

at year-end2018compared to ISK -0.8bnat year-

end 2017.

1Central Bank Rules no. 784/2018.

5.3.5 Derivatives

The Bank offers various types of derivative prod-

ucts to its customers. Themain products are inter-

est rate swaps (IRS), cross-currency interest rate

swaps (CIRS), foreign exchange swaps (FX swaps),

outright forwards (FX forwards) as well as equi-

ty and bond forwards. All derivative positions that

carrymarket risk are subject to risk limits. Theover-

all position in interest rate swaps and cross curren-

cy interest rate swaps is limitedwithBPVanddura-

tion limits while options are subject to several lim-

its, including a limit on the open delta position per

underlying instrument.

Derivatives that, sincebeing fullyhedged,donot

carry directmarket risk are subject to notional lim-

its that cap theBank’s indirect exposure to the un-

derlying risk factors. The equity and bond hedge

portfolios consist of hedge positions against cus-

tomers’ equity and bond forward contracts. The

Bank uses derivatives to hedge imbalances with

respect to currency exposure, interest rate risk and

inflation risk in the banking book. Other deriva-

tives in the Group are insignificant. For further in-

formation on derivative contracts see Note 24 in

the Consolidated Financial Statements and Sec-

tion 4.5 in the Pillar 3 Report.

5.4 Capital Requirements

The Bank reports its Pillar 1 capital requirements

for market risk according to the standardised ap-

proach of the CRD IV. An overview of the Pillar

1 capital requirements for market risk is displayed

in the MR1 table in the Additional Pillar 3 Disclo-

sures. Capital add-on for market risk under Pillar

2-R is estimated in the annual ICAAP process and

reviewedby the regulator through the supervisory

reviewandevaluationprocess (SREP). In2018 the

main add-on for market risk under Pillar 2-R was

due to underestimation of equity risk and interest

rate risk in the trading book under Pillar 1 and due

to risk factors not addressed under Pillar 1, name-

ly market risk arising from equities in the banking

book, interest rate risk in the banking book and in-

flation risk.
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The Bank maintained a strong liquidity position throughout 2018 and all regulatory and internal
metrics were above limits. At year-end 2018 the Bank’s Liquidity Coverage Ratio (LCR) was 153%
for the parent company and 172% for the Group. TheNet Stable Funding Ratio (NSFR) at year-end
2018was 115% for the parent company and 114% for the Group.
The year-end balance of deposits increased by around ISK 16bn from 2017 to 2018, mainly due

to a substantial increase in retail deposits during the year (ISK 33bn). Offsetting these inflows, was
an outflow of deposits from domestic and foreign financial institutions (ISK 11bn) and corporations
(ISK 6bn).
The Bank’s funding activities continued to evolve in 2018 as it consolidated its position in the do-

mestic covered bond market, maintained strong liquidity ratios with further issuance of senior and
subordinated debt. Íslandsbanki’s credit ratings, from S&P and Fitch, were affirmed during the year
at BBB+ and BBB respectively with stable outlook.

6.1 Strategy, Organisation and Responsibility

TheBank defines liquidity risk as the risk of not be-

ing able to fund its financial obligations or planned

growth, or only being able to do so substantially

above the prevailingmarket cost of funds.

Soundandefficientmanagementof liquidity risk

is a key factor to ensure the viability of the Bank’s

operations and to achieve and maintain a target

credit rating. The Bank takes a conservative and

prudent approach to manage liquidity risk and its

liquidity strategy assumes that the Bank fulfils ex-

ternal rules on liquidity at all times and can sustain

a prolonged period of stress. Following are the key

principles on which the Bank’s liquidity risk man-

agement framework is based:

– Roles and responsibilities with respect to man-

agement of liquidity risk shall be clear

– The definition, categorisation andmanagement

of liquid assets shall be clear

– The Bank has in place a liquidity contingency

plan which shall be tested regularly

– TheBank aims for consistency and transparency

in liquidity disclosure

– The Bank aims to maintain a prudent amortisa-

tion profile on its portfolio of loans to customers

inorder to reducetherefinancingriskofboththe

Bank’s customers and the Bank itself

– The Bank aims to maintain a prudent balance

betweenthematurityofassetsand liabilitiesand

to avoid spikes in the funding profile

The Bank’s liquidity risk appetite is reflected in the

liquidity risk framework and guided through the

liquidity limit structure.

The ultimate responsibility for ensuring an ade-

quate liquidity risk management and internal con-

trol framework at Íslandsbanki lies with the Board

of Directors. The Board defines the liquidity risk

governance frameworkandtheacceptable levelof

liquidity risk through the Risk Management and

Internal Control Policy, the Risk Appetite State-

ment and the Liquidity Risk Policy.

The All Risk Committee (ARC) is responsible

for the review and implementation of the Liquidi-

ty Risk Policy, Liquidity Contingency Plan and the

liquidity risk appetite. TheAsset andLiabilityCom-

mittee (ALCO) decides on individual proposals for

internal andexternalpricing, subject to thepolicies

and models approved by the Board and ARC. AL-

CO also reviews and approves investment policies

for managing the Bank’s liquid assets, reviews and

approves the liquidity stage assessment as part

of the Bank’s Liquidity Contingency Plan and re-

views information about the liquidity position of

the Bankwith respect to targets and limits.

The Chief Financial Officer (CFO), as the man-

aging director for Treasury, is responsible for en-

suring thenecessary resources and trainingof em-

ployees for understanding, identifying, measuring

or assessing, monitoring, mitigating and reporting

on funding and liquidity risk. Treasury is responsi-

ble for the liquidity management of the Bank, in

linewith the internal and regulatory limits andpoli-

cies, and the associated risks. Treasury is also re-

sponsible for the Bank’s funding operations and

the internal pricing framework.

The Bank complies with FME guidelines on liq-

uidity management1 which are based on the Prin-

ciples for Sound Liquidity Risk Management and

Supervision2, issued by the Basel Committee on

Banking Supervision.

1FME Guidelines no. 2/2010 for Sound Liquidity Risk
Management and Supervision

2Basel Committee on Banking Supervision, Principles for
Sound Liquidity RiskManagement and Supervision
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6.2 Measurement andMonitoring

Key measures for the assessment of liquidity risk

are theLCRand theNSFR introducedby theBasel

Committee on Banking Supervision in 2010 and

incorporated into European law through the CRD

IV.

The implementation of the LCR and NSFR re-

quirements differs somewhat between countries

but full implementation is planned in Europe by

2019. In the preparation phase for the lifting of

capital controls in Iceland, the Central Bank (CB)

of Iceland implemented the LCR and the NSFR

ahead of Europe and special focus was placed on

setting limits regarding LCR and NSFR in foreign

currencies. TheCBof Iceland,which is themainsu-

pervisory authority regarding liquidity risk, has in-

corporated the LCR and the NSFR based on the

CRD IV standards into theRules onLiquidityRatio

and theRulesonFundingRatio inForeignCurren-

cies.3 In2017, theCBchanged the rules on liquid-

ity ratio to make them fully comparable with Eu-

ropean standards. At the beginning of 2018, the

minimum standard for the NSFR was implement-

ed in Europe but the CB of Iceland has not issued

aplan regarding implementing thestandard in Ice-

land for all currencies. At the beginning of 2018,

the CB implemented the newly developed addi-

tional liquidity monitoring metrics (AMM)4 to ob-

tain a comprehensive view of the Bank’s liquidity

risk profile. The AMM cover a wide array of moni-

toringmetrics, including amaturity ladder, funding

concentration, concentrationof counterbalancing

capacity and rollover of funding.

According to the CB’s rules on liquidity ratios,

the Bank submitsmonthly reports on the LCR and

NSFR ratios along with AMM reports to the CB. In

3Central Bank Rules no. 266/2017 and no. 1032/2014
4EBAdraft implementingstandardsonadditional liquidity

monitoringmetrics

addition to these regulatory measures, the Bank

monitors a number of quantitative and qualita-

tive liquidity measures, both static and forward-

looking, to assess and quantify its liquidity position

and thereby its liquidity risk. These include prede-

fined triggers for the assessment of liquidity stage

and forecasts of the development of the LCR. The

assumptions for the internal liquiditymeasures are

reviewed regularly.

Treasury, as a first line of defence, is responsible

for continuous monitoring of the liquidity risk in-

herent in the Bank’s operations and for notifying

senior management of any foreseeable breaches

from either internal or regulatory targets, limits or

strategic direction. Risk Management, as the sec-

ond line of defence, is responsible for providing an

independent view on liquidity risk on a consolidat-

ed basis to internal and external stakeholders and

for managing the annual Internal Liquidity Ade-

quacy Assessment Process (ILAAP).

Current or prospective breaches in internal or

regulatory liquidity targets or limits result in an es-

calation of the Bank’s liquidity stage according to

thedefinitions and triggersdescribed in theBank’s

LiquidityContingencyPlanwhich isdescribed fur-

ther in Section 6.5.

6.3 Liquidity Position

The Bank maintained a strong liquidity position

throughout 2018 and all regulatory and internal

metrics were above limits. The Bank continues to

steer its liquidity ratioswith theaimof reducing liq-

uidity cost further while keeping the ratios com-

fortably aboveminimum requirements.

Exhibits 6.1–6.4 show the development of the

LCR and NSFR ratios for Íslandsbanki in 2018 as

compared to the regulatoryminimumwhereappli-

cable. The following chapters provide further de-

tails on the composition of the LCR andNSFR.

The Bank’s Treasury invests a part of the liq-

uidity portfolio in foreign currencies in highly liq-

uid bonds and bills issued by foreign governments

with a long-term issuer-ratingof at leastAA, short-

term bank deposits or commercial papers issued

by banks which have been allocated a credit limit.

See further information in Exhibits 4.10 and 4.11

in Chapter 4.

6.3.1 Liquidity Coverage Ratio

TheLCR isdefinedas theproportionofHighQual-

ity Liquid Assets (HQLA) to net cash outflow over

the next 30 calendar day period. The formula for

the LCR is

Stock of HQLA
Cash outflow−Min{Cash inflow, 75%Cash outflow}
HQLA are defined as assets that can be easily

and immediately converted into cash at little or no

lossof value. These includecash,CBdeposits, gov-

ernment bonds and corporate debt securities. The

mainoutflow factors includeon-demanddeposits,

committed credit and liquidity facilities, contrac-

tual lending obligations within a 30-day period,

derivative cashoutflowandother contractual cash

outflows. This is offset by contractual cash inflows

fromoutstandingexposures thatare fullyperform-

ing and derivative cash inflows.

To prevent banks from relying too much on an-

ticipated inflows to meet their liquidity require-

ments, the amount of inflows that can offset out-

flows is capped at 75%of total expected cash out-

flows. This requires that banks must maintain a

minimum stock of HQLA equal to 25% of the total

cash outflows.
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Exhibit 6.1. LCR for all currencies. Consolidated and

parent.

0%

50%

100%

150%

200%

250%

1
2

−2
0

1
7

0
1

−2
0

1
8

0
2

−2
0

1
8

0
3

−2
0

1
8

0
4

−2
0

1
8

0
5

−2
0

1
8

0
6

−2
0

1
8

0
7

−2
0

1
8

0
8

−2
0

1
8

0
9

−2
0

1
8

1
0

−2
0

1
8

1
1

−2
0

1
8

1
2

−2
0

1
8

LCR for all currencies − Parent

LCR for all currencies − regulatory minimum

LCR for all currencies − Consolidated

Exhibit 6.2. LCR in foreign currency. Consolidated and

parent.

0%

100%

200%

300%

400%

500%

1
2

−2
0

1
7

0
1

−2
0

1
8

0
2

−2
0

1
8

0
3

−2
0

1
8

0
4

−2
0

1
8

0
5

−2
0

1
8

0
6

−2
0

1
8

0
7

−2
0

1
8

0
8

−2
0

1
8

0
9

−2
0

1
8

1
0

−2
0

1
8

1
1

−2
0

1
8

1
2

−2
0

1
8

LCR for foreign currencies − Parent

LCR for foreign currencies − regulatory minimum

LCR for foreign currencies − Consolidated

Exhibit 6.3. NSFR for all currencies. Consolidated and

parent.
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Exhibit 6.4. NSFR in foreign currency. Consolidated and

parent.
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TheEULIQ1 in theAdditionalPillar3Disclosure

shows the breakdown of the Group’s positions5

underlying the LCR at year-end 2018. According

to the LCR disclosure standards, the figures show

the average of end-of-month positions through-

out 2018 as opposed to the year-end figures in

Note55 in theConsolidatedFinancial Statements.

6.4 Funding

The Bank continues to be predominantly funded

by deposits although borrowings through bond is-

suance amount to 34% of the total funding. The

deposit-to-loan ratio, which has been around70%

in 2018, is expected to remain in that range over

the coming years. The Bank has been gradually

increasing its borrowing in recent years with cov-

ered bond issuance, foreign currency denominat-

ed bonds and subordinated debt.

5In accordance with Article 435(1) of Regulation (EU)
575/2013 and guidelines from theCentral Bank

6.4.1 Net Stable Funding Ratio

Akeymetric for assessing the long-termviabilityof

theBank’s funding structure is theNSFR. The ratio

measures theproportionof stable funding to long-

term assets for a time horizon of over one year. In

particular, the NSFR is structured to ensure that

long-term assets are funded with at least a mini-

mum amount of stable liabilities and thus to limit

over-reliance on short-termwholesale funding.

NSFR = Available amount of stable funding
Required amount of stable funding

TheamountofAvailableStableFunding (ASF) is

measured based on the assumed relative stability

of an institution’s funding sources reflected in the

corresponding ASF factor. The available amount

of stable funding is composed mostly of retail de-

posits, wholesale depositswith remainingmaturity

ofgreater thanoneyear, borrowingswitha residual

maturity over one year and equity.

The amount of Required Stable Funding (RSF)

is measured based on the liquidity risk profile of

an institution’s assets and off-balance sheet ex-

posures. The required amount of stable funding is

mainly in the form of encumbered and unencum-
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Exhibit 6.5 Breakdown of the components underlying theGroup’s NSFR in 2018 (ISK bn). Consolidated.

NSFR breakdown, end-of-month average through 2018 Foreign currency All currencies

  Balance NSFRweighted Balance NSFRweighted

Tier 1 and Tier 2 capital 171 171

Other capital instruments 12 12 12 12

Unsecured financing 208 150 441 234

Secured financing - - 138 127

Less stable deposits (LCR classification) 16 15 229 206

Stable deposits (LCR classification) 3 3 90 86

Other liabilities 8 - 36 0

Available stable funding 247 180 1,118 836

Liquid assets 35 2 197 -

Encumbered assets (loans and securities) - - 174 174

Unencumbered assets (loans and securities) 200 113 702 479

Other assets 7 6 56 57

Off-balance sheet 24 1 154 7

Currency imbalance (0) (0) (0) -

Required stable funding 265 121 1,281 716

 

Net stable funding ratio (2018 end-of-month avg.) 149% 117%

Net stable funding ratio (year-end 2018)   149% 114%

bered assets with maturity of more than one year

andotheron-andoff-balance sheetexposures.All

categories are weighted by the appropriate RSF

factor.

Exhibit 6.5 shows a high-level breakdown of

the components underlying the Group’s NSFR in

2018.

6.4.2 Deposits

The deposit-to-loan ratio lowered slightly in 2018

and is currently around 70%. The ratio is expected

to remain in that range anddeposits to continue to

be the largest sourceof funding for theBank in the

years ahead.

The deposit balance increased by around ISK

16bnover the course of the year 2018as shown in

Exhibit 6.6. The change was mainly due to a sub-

stantial increase in retail deposits during the year

(ISK 33bn). Offsetting these inflows, was an out-

flow of deposits from domestic and foreign finan-

cial institutions (ISK 11bn) and corporations (ISK

6bn).

The proportion of term deposits has decreased

from 29% of total deposits at year-end 2017 to

27% at year-end 2018. The decrease was mainly

due to financial institutions while core retail term

deposits remained stable.

The Icelandic banks serve as intermediaries for

theoffshorekrónaassets6 thatwerenotconverted

to foreigncurrency in theCBauction inJune2016.

The deposits remain on the Icelandic banks’ bal-

ance sheets but they are required to invest them

fully in CB certificates of deposits. Thus, these de-

posits are not a source of funding for the Icelandic

6Act no. 37/2016 Treatment of Króna-Denominated As-
sets Subject to Special Restrictions
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Exhibit 6.6. Deposit development from year-end 2014

to 2018 (ISK bn). Consolidated.
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Exhibit 6.7. Development of the deposit concentration

throughout 2017 (ISK bn). Consolidated.

62% 61% 63% 62% 66%

24% 23% 22% 22% 21%

14% 16% 15%
16%

14%

12−2017 03−2018 06−2018 09−2018 12−2018

Largest depositors (1−10) Largest depositors (11−100)

Other

578 589 594
624

595

banks and are consequently excluded from the

LCRcalculationsandclassifiedas termdeposits.At

year-end 2018, offshore ISK deposits at Íslands-

banki amounted to ISK 3bn.

For a more detailed composition of deposits by

LCR categories and term see Note 54 in the Con-

solidated Financial Statements.

Deposit concentration is monitored specifical-

ly since a substantial amount of the Bank’s de-

posits are held by relatively few counterparties.

The Bank’s highest deposit concentrations are in

wholesale deposits from foreign and domestic fi-

nancial institutions and pension funds. As shown

inExhibit 6.7, deposit concentrationhas remained

stable since year-end 2017. At year-end 2018,

14% of the Bank’s deposits belonged to the 10

largest depositors remaining stable from the end

of 2017. The proportion of the 100 largest depos-

itors decreased from38% to 35% in 2018.

6.4.3 Capital Markets Activity

Íslandsbanki continues to be one of the largest

covered bond issuers in Iceland. The Bank issued

ISK 23.7bn of covered bonds in 2018, compared

to ISK 41.7bn in 2017. The issuance was in line

with the domestic issuance plan for 2018 which

assumed covered bond issuance to be between

ISK 20–25bn. Liquidity has remained strong in

the Bank’s covered bonds and yields have de-

creased from year-to-year. The total outstanding

amount of covered bonds at year-end 2018 was

ISK 130.1bn, thereof ISK 107.6bnCPI-linked.

In April 2013, the Bank began issuing unse-

curedshort-datedbonds (i.e. commercialpaper) in

the domestic market, the first listed issue of such

securitiesbyan Icelandicbanksince theautumnof

2008.At year-end, theBankhad ISK6.9bnofdebt

outstanding in short-term unsecured bonds, with

maturities ranging from onemonth to sixmonths.

International credit markets began 2018 in a

very positive spirit with investors absorbing new

issues from the market at large at the tightest

spreads seen since 2008. In January, the Bank is-

sued a strongly oversubscribed €300mbondma-

turing in 2024, with issuer´s call options from year

2023.Thedeal,whichwaswidelydistributed in the

Nordic countries, the UK and continental Europe

was priced at 75 basis points over mid-swaps. This

issue was the most tightly-priced, longest-dated

public senior bond offering seen from an Icelandic

bank in recent times and was because of its call

structure an innovation in terms of how it will help

the Bank manage its NSFR ratio in the future. The

transaction was managed by Goldman Sachs, JP

Morgan andNomura.

The Bank issued in the Swedish kronor market

several times in 2018, amounting to a total of just

overSEK4bnby theendof theyear, both inprivate

and public transactions. Notably, in April the Bank

launched an SEK 1bn 4-year Floating Rate Note,

callable from 3 years. Once again, the callable na-

ture of the bond allows the Bank to manage more

easily its funding ratios as the bond nears maturi-

ty. The issue was priced at a spread of STIBOR +80

basispoints andwasmanagedbyNordea, SEBand

Swedbank.

Credit markets, as a whole, began to demon-

strate increasing risk aversion from late Spring

onwards, with spreads starting to widen markedly

across the whole credit spectrum and across

all geographies. Bearish rates environments,

stalling economic performance in many devel-

oped and emerging economies and heightened

geo-political risks all conspired to put markets on
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Exhibit 6.8. Maturity profile of long-term funding (ISK

bn) as of year-end 2018. Parent.
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theback foot, and as a result the tightening spread

picture reversed itself. The Bank saw the spread

on its own recent 2024 widen out from its original

launch spread and end the year effectively 100

basis points wider than at launch. This picture was

not merely repeated just by Icelandic banks, but

indeed most of the smaller bank issuers across

Europe.

Despite these conditions, it remained the case

that investors were still receptive to new transac-

tions, but at more elevated spreads. The Bank is-

sued its second Tier 2 subordinated bond in Au-

gust, and once again in the Swedish local currency

market. The 10-year non-call 5-year bonds were

priced at STIBOR +250 basis points to the 5-year

call date, and the transaction was managed by

DanskeBank, Nordea and Swedbank. This was the

second issue of subordinated paper by the Bank

within a year, the previous deal having been issued

at spread of STIBOR +200 inNovember 2017.

Exhibit 6.8 provides a summary of how the ma-

turity of outstanding bond issues is distributed

over the coming years andNote 27 in the Consol-

idated Financial Statements gives an overview of

the termsofoutstandingbonds issuedby theBank

at year-end.

In October 2017 S&P Global Ratings (S&P) up-

graded Íslandsbanki’s rating to BBB+ in recogni-

tionofan improvingoperatingenvironment for the

Icelandic banking system following the liberalisa-

tion of capital controls and declining private sec-

tor debt. S&Paffirmed the rating in July 2018, not-

ing that “the stable outlook on Íslandsbanki re-

flects S&P’s expectation that the Bank’s RAC ra-

tio will remain sustainably above 15%, even while

the Bank prepares for an eventual sale or IPO

over the next two years, and the Bank optimises

its capital base by paying extraordinary dividends

and issuing capital instruments. S&P expects the

Bank’s asset quality to improve only marginally

from current levels, remaining in line with that of

domestic peers. The stable outlook further bal-

ances S&P’s view of the still-supportive econom-

ic development in Iceland with the relatively con-

centrated and volatile nature of the economy and

increasing credit risks.”

Fitch assigned a long-term rating of BBB-/F3

to Íslandsbanki in April 2015, making it the first

Icelandic bank tobe rated investment-grade since

2008. In January 2017 Fitch upgraded the Bank’s

rating toBBB/F3,with a stableoutlook, citingcon-

tinuous strengthening of the Icelandic operating

environment as reflected in the extended record

of robust economic growth, combinedwith an im-

proved external position. Fitch affirmed Íslands-

banki ratings, at BBB/F3, with a stable outlook in

November 2018 commenting that “the ratings of

Íslandsbanki are underpinned by its leading Ice-

landic universal banking franchise, with domestic

market shares of about 30% in lending and de-

posits, good asset quality, a stable liquidity posi-

tion andhigh reportedcapital ratios. Fitchbelieves

the Bank has established a good risk manage-

ment framework and views positively the Bank’s

domestic-focused strategy. These factors are off-

set by the Bank’s concentration on a small mar-

ket, as its sizemakes Íslandsbankimore vulnerable

to domestic and international shocks, as well as by

only adequate profitability.”

In January 2019, Íslandsbanki announced that

following expiration and by agreement of parties,

the credit rating service contract between Fitch

Ratings and Íslandsbanki was to terminate. Fitch

Ratings affirmed all its ratings on Íslandsbanki with

a stable outlook, and subsequently withdrew its

rating.

Exhibit 6.9 shows the credit rating history for Ís-

landsbanki fromApril 2014 toDecember 2018.

6.4.4 Asset Encumbrance

The asset encumbrance ratio is critical whenmon-

itoring the consequences of changes in fund-

ing sources and the ability to withstand funding

stress. The Bank’s asset encumbrance predomi-

nately consists of:

– Loans and securities serving as collateral for

covered bond issuance which is one of the

Bank’s strategic long-term funding sources

– Cash and securities as collateral for currency

swap agreements

– Central Bank (CB) term deposits for the pay-

ment system

Íslandsbanki’s asset encumbrance ratiowas18.0%

at year-end 2018, increasing from 15.2% at year-

end2017. Exhibit 6.10 shows the development of

the reported encumbrance ratio since 2014. The
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Exhibit 6.9. Íslandsbanki’s credit rating history.

 

S&P counterparty

credit rating

(long-term) S&P outlook

S&P

counterparty

credit rating

(short-term)  

Fitch

Long-term

Issuer Default

Rating Fitch outlook

Fitch

Short-term

Issuer Default

Rating

               

April 2014 BB+ Stable B-3 April 2015 BBB- Stable F3

October 2014 BB+ Positive B-3 April 2016 BBB- Stable F3

November 2014 BB+ Positive B-3 January 2017 BBB Stable F3

July 2015 BBB- Stable A-3 September 2017 BBB Stable F3

November 2015 BBB- Stable A-3 December 2017 BBB Stable F3

January 2016 BBB- Positive A-3 November 2018 BBB Stable F3

October 2016 BBB Positive A-2        

November 2016 BBB Positive A-2        

October 2017 BBB+ Stable A-2        

December 2017 BBB+ Stable A-2        

July 2018 BBB+ Stable A-2        

Exhibit 6.10. Development of asset encumbrance as a

percentage of total assets at year-end. Consolidated.

Year Asset encumbrance ratio

   

2014 10.8%

2015 10.4%

2016 15.2%

2017 15.2%

2018 18.0%

large increase in 2016 was due to offshore de-

posits that theBank is required to fully invest inCB

certificates of deposits7 and the sharp increase in

2018was due to changes in theminimum reserve

requirements8 of theCB.

6.4.5 FundingOutlook

Although the Bank anticipates that it will continue

to be predominantly deposit funded for the fore-

seeable future, there nonetheless remains a range

of external factors that will determine the path of

its deposit-to-loan ratio. A general movement out

of deposits into other asset classes is a likely even-

tuality as Icelandic financial markets continue to

7Act no. 37/2016 on the Treatment of Króna-
Denominated Assets Subject to Special Restrictions

8Rules no. 585/2018 on Minimum Reserve Require-
ments

broaden. The Bank’s policy is to mitigate outflow

of deposits and other possibilities by putting in

place amixed funding platform that embraces de-

positsofvarious types, andcapitalmarkets funding

sourced both domestically and overseas.

The Bank estimates that the total issuance of

covered bonds will be between ISK 25-30bn in

2019. The Bank’s chief foreign currency fund-

ing platform is its USD 2,500m Global Medium

Term Note (GMTN) Programme. The GMTN Pro-

gramme enables the Bank to issue transactions of

all sizes in a range of currencies, with a minimum

of cost and process. Bonds issued from the Pro-

gramme can be listed on the Irish Stock Exchange.

Due to the Bank’s strong liquidity position,

both in ISK and foreign currencies, the Bank may

explore buybacks or refinancing of outstanding

transactions in2019 inacontinuingeffort tomain-

tainastrongbalancesheetpositionwhileefficient-

ly applying surplus liquidity.

The Bank is contemplating issuing Tier 2 and

eventually Additional Tier 1 capital instruments in

order to increase its capital efficiency.
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6.5 Liquidity Contingency Plan

The Bank has in place a Liquidity Contingency

Plan. The main purpose of the contingency plan

is to identify liquidity or funding problems as ear-

ly as possible and thereby improve theBank’s abil-

ity to respond to such situations. As a part of the

Liquidity Contingency Plan, the Bank has defined

four liquidity stages reflecting different levels of

severity. The liquidity stages aredeterminedbased

on both predefined risk triggers and on qualitative

assessment. For each stage, management and re-

porting actions have been defined and communi-

cated to the relevant parties, including the Board

of Directors, the CB and the FME. The Liquidity

ContingencyPlan,which formsapartof theBank’s

Business Continuity Framework, is tested regular-

ly and findings from the tests are used to improve

the contingency plan if needed.
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A total of 500 operational loss events were registered in 2018 as compared to 460 in 2017. The
largest part of the events occurred without causing a direct loss. The largest loss recorded in 2018
was related to a full realisation of the impact of a SupremeCourt ruling regarding interest rate reset
terms on consumermortgage loans in 2017.
Operational risk contributed to 10.1%of theGroup’s risk exposure amount compared to 10.7%at

year-end 2017. According to the Supervisory Review and Evaluation Process (SREP) 2018 results,
the total capital requirement due to operational risk was 0.8% of REA compared to 0.9% in 2017.

7.1 Strategy, Organisation and Responsibility

Operational risk is the risk of loss resulting from in-

adequate or failed internal processes, people and

systems or external events. The Bank’s definition

of operational risk includes reputational risk, legal

risk, model risk, conduct risk and compliance risk

among other risk factors.

The ultimate responsibility for ensuring an ad-

equate operational risk management and inter-

nal control framework at Íslandsbanki lies with the

Board of Directors.

The operational risk management framework is

based on the following principles:

– Clear responsibilities and ownership of opera-

tional risk and operational risk controls.

– The Bank accepts no unnecessary operational

risk, meaning that it only assumes operational

riskwhen thecostofmitigating that riskandpre-

venting possible losses outweighs the benefits.

– TheBankpromotesastrongriskculture,empha-

sising compliance to internal and external laws

and regulations.

– A key feature of a strong risk culture is to foster a

“no blame” environment where operational risk

events are recognised and registered to enable

continuous improvement to the Bank’s opera-

tions.

The All Risk Committee (ARC) is responsible for

the review and implementation of the operational

risk framework. TheOperationsandSecurityCom-

mittee (OSC) decides on individual proposals for

assuming andmitigatingoperational risk onbehalf

of theBankwithin theappetiteand limitsapproved

by the Board and ARC. The OSC also reviews and

approves proposals for new products, services or

other risky changesof systemsorprocedureswith-

in the Bank in accordance with the Operational

Risk Policy and theProduct Governance Policy.

The managing directors for individual business

and support units are responsible for the opera-

tional risk inherent in their business. This entails

identifying the sources of operational risk in their

operations, assessingwhether the cost of avoiding

the risk outweighs the benefits and ensuring that

unacceptable operational risks are mitigated, and

losses prevented.

RiskManagement is responsible for implement-

ing the Bank’s operational risk framework, for de-

veloping and maintaining the Operational Risk

Policy and for communicating the policy to the

Bank’s employees. Risk Management also moni-

tors the overall operational risk profile of the Bank,

ensures proper escalation and reporting of oper-

ational risk issues and provides an independent

view on the overall operational risk inherent in

theBank’s operations. Furthermore,RiskManage-

ment is responsible for reporting on operational

risk events and limit breaches to senior manage-

ment, theBoardofDirectors and to thecompetent

authorities in accordancewith internal procedures

and regulatory requirements.

Compliance is responsible for implementing the

Bank’s compliance risk framework, for developing

andmaintaining the Bank’sCompliance Risk Poli-

cy and for communicating the policy to the Bank’s

employees.

7.2 Measurement andMonitoring

The Bank has implemented an operational risk

management framework which fulfils the criteria

for the standardised approach according to the

CapitalRequirementsDirective (CRD IV). For cap-

ital requirement calculations, the Bank currently

uses the Basic Indicator Approach as further de-

scribed in section 7.5.

The main processes for managing operational

risk are the Business Continuity Framework in-

cluding theCrisisManagement Plan, the Risk and

Control Self-Assessment (RCSA), development

and monitoring of Key Risk Indicators (KRIs) and

reportingofall significantoperational riskevents in

the Bank’s Loss Event Database (LED).

Aggregated registered operational risk losses in

anygivenquarter shallnotexceedagivenpercent-

age theofBank’s capital, as defined in theRiskAp-

Pillar 3 Report 2018 Operational Risk

51

7 Operational Risk



Exhibit 7.1. Categorisation of loss events in 2017–2018 byCRD IV event-types. Parent.
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22%

6%
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32%

% of all events 2017

0%

4%
5%

9%

1%

56%

25%

% of all events 2018
Internal fraud

External fraud

Employment practices and

workplace safety

Clients, products and business

practices

Damage to physical assets

Business disruption and system

failures

Execution, delivery and process

management

petite Statement. TheOperational Risk Policy de-

scribes the reporting limitsonoperational risk loss-

es in any given quarter to the Board of Directors.

The digital transformation within the financial

markets and in people’s daily lives in recent years

has led to increased regulatory requirements and

more focus onoperational risk andoperational risk

management. Supervisory bodies have put tight

restraints on how information technology and in-

formation security and the resulting risks should

be managed, especially with respect to access to

personal data. At Íslandsbanki, various measures

have been taken to strengthen the operational

risk management framework to accommodate to

these requirements. Special focus has been on

employee training with the objective to increase

risk awareness and contribute to a strong risk cul-

ture. The Bank’s IT risk and model risk frame-

works have also been strengthened to support the

strategic direction towards further digitalisation.

In the year 2018, a significant milestone was

reached with a full update of the Bank’s payment

and deposit systems in cooperation with RB1. The

implementation process itself entailed substan-

tial operational risk which was closely managed

with continuous risk assessment and contingen-

cy planning. The implementation was expected to

have a temporary impact on the number of reg-

istered operational loss events. This impact was

within expectation and the go-live of the system

was deemed successful by the Bank.

AnupdatedProductGovernancePolicywasap-

proved by the Board of Directors late 2017. The

Product approval process is a key factor in opera-

tional risk management and in the year 2018 the

process was strengthened further by making risk

assessmentmandatory for all new products.

The Bank’s compliance risk is managed and

monitored within the Compliance unit. The Com-

1RB is an IT service centre for the Icelandic financial mar-
ket covering all aspects of IT services.

pliance unit uses a risk-based approach in identi-

fying, measuring, managing and monitoring com-

pliance risk within the Bank. By using a risk-based

approach the Bank has a more comprehensive

overviewof theneed to applymitigationmeasures

to reduce the risk within the Bank.

The Bank maintains an operational risk insur-

ance covering loss events where insurance is

deemed to be a cost-effective mitigation of oper-

ational risk. The insurance coverage limits financial

loss caused by serious unexpected events or le-

gal liabilities that occur despite other operational

risk management procedures. The Bank’s insur-

ance also offers coverage for wrongful act claims

brought solely against directors and officers of the

Bank.

7.3 Operational Risk Exposure

In2018, a total of500operational riskeventswere

registered in the Bank’s LED compared to 460

events in the year 2017.Most of the recorded op-
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Exhibit 7.2. Categorisation of loss amounts in 2017–2018 byCRD IV event-types. Parent. Comparative amounts for year-end 2017 have been adjusted
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practices

Damage to physical assets

Business disruption and system
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Execution, delivery and process

management

erational risk events occurred without causing a

financial loss. Further statistics for registered loss

events are presented in Exhibits 7.1 and 7.2.

The loss events in the category “Business dis-

ruption and system failures” accounted for 56% of

the total number of events in 2018, a large part

of these events can be attributed to the core sys-

temupdate incooperationwithRB.Overall the im-

plementationwas deemed successful by the Bank

and is expected to reduce operational risk and in-

crease IT system stability in the long run.

The loss events in the category “Execution, de-

livery and process management” accounted for

96% of the total loss amount attributed to oper-

ational risk in 2018, predominantly caused by a

SupremeCourt ruling regarding interest rate reset

terms on consumer mortgage loans in 2017, the

loss was recorded in 2018 after the full impact of

the ruling had been realised.

7.4 SupervisoryObservations and Sanctions

In2018theFinancialSupervisoryAuthority (FME)

issued four transparency notifications on aspects

of the Group’s operations or its subsidiaries. The

topics of these inquiries were:

– Assessment of the Bank’s procedure for han-

dling customer complaints: No observations

weremade

– Assessment of the Bank’s procedures after

mortgages have been fully paid off: No observa-

tions weremade

– Results from SREP: Three observations were

made

– AssessmentofBorgun’s IT systems.Noobserva-

tions weremade

The Consumer Agency issued a decision in June

2018 that the Bank had allegedly violated Ice-

landic law by omitting during a marketing cam-

paign todisclose theuseof paid socialmedia influ-

encers. No fines were issued.

7.5 Capital Requirement

The Bank uses the Basic Indicator Approach of

CRD IV to calculate the capital requirements for

Pillar 1 operational risk, in accordance with Ice-

landic law and regulations.2 Under the Basic Indi-

cator Approach the capital requirement for oper-

ational risk is equal to 15% of the relevant indica-

tor. The relevant indicator is theaverageover three

years of the sum of net interest income and net

non-interest income.According to theSREP2018

results, the total capital requirement due to oper-

ational risk was 0.8% of REA compared to 0.9% in

2017.Operational riskcontributedto10.1%of the

Group’s REA compared to 10.7% in 2017.

2Regulationno.233/2017ontheCapitalRequirementof
Financial Undertakings.
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TheBank’sCompensationPolicystates that theBoardofDirectors shall notmakeorauthoriseagree-
ments for variable compensation without the shareholders’ consent and on terms agreed by share-
holders at a shareholders’ meeting.

Exhibit 8.1. Total remuneration for the Board of Directors and the Executive Board broken down by fixed and

performance-based remuneration (ISKm).

Total remuneration earned in the financial year 2018

broken down by fixed and performance based remuneration

Board of

Directors

Executive

Board

     

Total annual remuneration 66 364

Number of beneficiaries 9 8

Total fixed remuneration 66 345

Total variable remuneration - 19

Cash - 19

Other - -

Variable remuneration% of fixed - 5.5%

Outstanding deferred remuneration for the financial year 2018 - -

Sign-on and severance pay granted during the financial year 2018 - -

8.1 Regulatory Framework

The Icelandic Financial Supervisory Authority

(FME) publishes rules regarding remuneration in

financial undertakings.1 The rules reflect a con-

servative framework for remuneration schemes

within the financial sector. According to the rules,

a bank intending to pay variable remuneration

to one or more employees is required to have

in place a compensation policy approved by its

Board of Directors. The compensation policy shall

be reviewed at least annually and the Bank shall

account for the policy to the FME.

8.2 Compensation Policy

The Bank’s Compensation Policy2 states that the

Board of Directors shall not prepare or authorise

anycontracts forvariable remuneration.Anexcep-

tion can be made if a prior approval has been ob-

tained from the shareholders, and the terms are in

accordance with the terms agreed upon at share-

holders’ meeting.

8.3 Remuneration in 2018

Exhibit 8.1 shows a breakdown of remuneration

for theBoardofDirectors and theExecutiveBoard

in 2018. The only variable remuneration in 2018

1Rules no. 388/2016 on Remuneration Policy for Finan-
cial Undertakings in accordance with Act no. 161/2002 on
Financial Undertakings.

2Íslandsbanki Compensation Policy

relates to agreements that were made before the

currentCompensationPolicycame intoeffect. For

further information on the previous remuneration

scheme please refer to the 2016Pillar 3 Report.3

The salaries and other benefits of the Bank’s

management and the Board of Directors are dis-

closed in Note 16 in the Consolidated Financial

Statements. Please note that the amounts dis-

played in Exhibit 8.1 are not fully comparable to

the figures in the Annual Report as the basis for

preparation differs.

3Íslandsbanki’s Pillar 3 Report 2016
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As a financial institution, Íslandsbanki must comply with a comprehensive set of laws and regula-
tions. The legal and regulatory environment of the Bank is constantly changing and the Bank puts
substantial resources intomonitoring and implementing these changes to ensure full compliance.
This chapter provides an overview of the main legal and regulatory changes in Iceland relevant to

the Bank’s operations that came into effect in 2018.

9.1 New Legislation

Act no. 15/2018 onDerivatives Trading, Central

Counterparties andDerivative Trade Repositories

The Act transposed Regulation no. 648/2012 of

the European Parliament and of the Council on

OTC (over-the-counter) derivatives, central coun-

terparties and trade repositories (European mar-

ket infrastructure, EMIR) into Icelandic law. The

Act suspends certain OTC derivative contracts

with central counterparties, i.e. those contracts

that are derivatives not tradedon a regulatedmar-

ket. The Act introduces the term central coun-

terparty which is a new licensed financial market

member that sets itself upbetween theparties and

becomes a new buyer towards each vendor and

vice versa. The Act took effect 1October 2018.

Act no. 34/2018 amending Act no. 161/2002 on

Financial Undertakings, with subsequent

amendments (netting, netting agreements and

nullification)

The Act amends Chapter XII of the Act on Fi-

nancial Undertakings no. 161/2002. The chapter

deals with the restructuring of financial undertak-

ings’ finances, their dissolution and mergers with

other financial undertakings. Theamendments are

meant to clarify the exceptions applying to the

principle. There are two kinds of provisions. First-

ly, there are rules which further specify the laws of

any Member State to apply to claims on the ba-

sis of cancellation of contracts with the winding-

up of financial undertakings. Secondly, there are

rules thatapply tonettingonthewinding-upofafi-

nancial undertakings andnettingagreements. The

Act lays down statutory rules based on Directive

2001/24/EC of 4 April 2001 on the restructuring

and liquidation of credit institutions. The substan-

tive rules set forth in the Act are only intended to

apply to a financial undertaking that has its head

office in Icelandandoperates inanotherEEAstate.

The rules, therefore, do not apply to a financial un-

dertaking’s contractual relationship with compa-

nies or individuals outside the EEA area. The Act

took effect 16May 2018.

Act no. 54/2018 amending Act no. 161/2002 on

Financial Undertakings, with subsequent

amendments (reform plan, timely interventions,

consolidation supervision, supervisory powers,

etc.)

The Act makes changes to the Act’s definitions.

The changes relate to large exposures, newfigures

relating to parent companies and provisions relat-

ing to the grounds for revocation, risk control sys-

tems and restrictions on large exposures. The Act

moreover introduces a new chapter on recovery

plans. The Act took effect 21 June 2018.

Act no. 90/2018 on Personal Data Protections

and Processing

The Act transposed Regulation 2016/679/EU of

27April2016onGeneralDataProtection (GDPR)

of the European Parliament and the Council in-

to Icelandic law. GDPR entails very extensive

changes in the field of privacy and, with it, the fun-

damental rights of individuals in the digital world

are strengthened and at the same time made way

for the development of the internal digital mar-

ket by simplifying rules for companies. The Act

provides, on the one hand, for the provisions of

the GDPR, as incorporated into the EEA Agree-

ment, and, on the other hand, to supplement fur-

ther provisions of GDPR it authorises or recom-

mends that special rules be laid down in national

law. The adoption of the Act is a prerequisite for

Iceland’s participation in a pan-European regula-

tory framework for the protection of personal data

and the processing of personal data.

The Act thus includes amodified and enhanced

role for national supervisory authorities, increased

rights of individuals, new security certificates and

enforcement powers. The Act promotes personal

information in accordance with the fundamental

principles and rules on privacy. To ensure the re-

liability and quality of such information and their

free flow in the internal market of the European

Economic Area (EEA). The Act took effect 15 Ju-

ly 2018.
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Act no. 140/2018 replacing Act no. 64/2006 on

Measures AgainstMoney Laundering and

Terrorist Financing

The main changes include the requirement for a

written risk assessment being done on operations,

transactions, increased due diligence for riskier

customers and a risk assessment of new products

and new technologies.

The Act entails that the reporting of tax evasion

is nowmandatory and theDirector of Internal Rev-

enue is a new supervisory authority which super-

vises parties not supervised by the Financial Su-

pervisory Authority. Moreover, a new chapter on

sanctionswas integrated into theAct. TheAct took

effect 1 January 2019.

Act no. 151/2018 amending the Act onOfficial

Registration, the Act on Electronic Commerce

and other Electronic Services and the Act on

Additional Revenues of theNational Treasury

(electronic official registration)

TheActmakes official registration by an electronic

entry equivalent to official registration of a docu-

ment. At first, an electronic entry bill will be limit-

ed to a particular type of document and to a par-

ticular registrar. It is assumed that a regulation will

further definewhich documents can be registered

via electronic transaction. It is expected that with

more experience in the electronic process, it will

be possible to increase the number of documents

that will be registered electronically. The Act lays

the foundation for electronic and thus automat-

ic registration. At first, electronic registration will

be restricted to mortgage documents, e.g. bonds

anddocuments related to them, such as changeof

terms and mortgage solutions. Yet the aforemen-

tioned examples are in noway exhaustive. The Act

will take effect 1 April 2019, however provisions

relating to the correction of creditors’ registration

have already taken effect.

9.2 Regulation

Regulation no. 40/2018 on the entry into force of

the EuropeanUnion Regulation on the activities

of credit rating agencies

The regulation introduces the EU regulation cov-

ering the activities of credit rating agencies. The

regulation is transposed with the adaption of the

EEA Joint Committee in accordance with its deci-

sion. The regulation covers the activities of credit

rating agencies that operate according to Act no.

50/2017on credit rating agencies. The regulation

was introduced on the basis of paragraph 1 of Ar-

ticle 8 of the Act no. 50/2017 on Credit Rating

Agencies. The regulation took effect 25 January

2018.

9.3 Rules

Rules no. 784/2018 replacing rules no.

950/2010 on Foreign Balance

The rules are set on the basis of Article 13 of the

Act on the Central Bank of Iceland no. 36/2001,

as well as Article 8 of theAct on Foreign Exchange

no. 87/1992. The rules apply to parent companies

and groups of financial undertakings licensed ac-

cordingtofigure1-4ofparagraph1Article4of the

ActonFinancialUndertakingsno.161/2002,with

subsequent amendments. The rules tookeffect30

August 2018.

Rules no. 877/2018 replacing rules no.

492/2001 on Price Indexation of Savings and

Loans

The rules were set by the Central Bank of Ice-

land and mainly introduce a simplification of cal-

culations for indexation within a month. The rules

were introduced on the basis of the first two para-
graphsofArticle15ofActno.38/2001on Interest
and Price Indexation. Furthermore, the rules were
agreed upon by the Ministry of Finance and Eco-
nomic Affairs, in accordance with paragraph 1 of
Article 15ofAct no. 38/2001. The ruleswere sup-
posed to take effect 1 November 2018, but were
later partially postponed, see the next item.

Rules no. 949/2018 amending rules no.
877/2018 and rules no. 492/2001 on the
Indexation of Savings and Loans

TherulesamendedArticle5of rulesno.877/2018
in regards to theentry into force. Insteadofcoming
into effect 1 November 2018, the rules will come
into effect 1 February 2019, with the exception of
Paragraph 2 of Article 7 which came into effect 1
November. The rules were introduced on the ba-
sis of the first two paragraphs of Article 15 of Act
no.38/2001on InterestandPrice Indexation.Fur-
thermore, the rules were approved by theMinistry
of Finance and Economic Affairs, in accordance
with paragraph1ofArticle 15ofAct no. 38/2001.
The rules took effect 1November 2018.

Rules no. 963/2018 amending the rules of the
Central Bank of Iceland no. 490on special reserve
requirements for new foreign currency inflows

The rules involved a change toparagraph1ofArti-
cle4of rulesno.490/2016,where the former40%
binding ratewas lowered to20%.The rules tookef-
fect 3November 2018.

Rules no. 1001/2018 on theNormal andHealthy
Business Practices of Financial Undertakings,
Payment Institutions and ElectronicMoney
Companies replacing rules no. 672/2017

The rules were introduced by the FME and broad-
ened the scope of former rules no. 672/2017 on
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the normal and healthy business practices of fi-

nancial undertakings. The new rules now also cov-

er business practices of payment institutions and

electronic money companies. The change is due

to the FME’s duty to ensure that the old rules also

coveredpayment institutions andelectronicmon-

ey companies, therefore the nameof the rules was

changed.

The rules are set with notice to the limits of

authority between the FME and the Consumer

Agency, Act on Supervision of Business Practices

and Marketing, the Consumer Credit Act, the Act

on Real Estate Mortgages to Consumers, regula-

tions and rules issued on the basis of the above-

mentioned Act and Decisions of the Consumer

Agency. The rules made a minor change clarifying

thewordingofArticle 9, defining the startingpoint

of the preservation of complaints in a clearerman-

ner. The rules took effect on 18October 2018.
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Basel

International recommendations on banking laws

and regulations issued by theBasel Committee on

Banking Supervision.

Basel III

A set of reformmeasures, developed by the Basel

CommitteeonBankingSupervision, to strengthen

the regulation, supervision and risk management

of the banking sector.

Basis Point Value (BPV)

The BPV measures the effect of a 0.01 percent-

agepoint (1basispoint) parallel upward shift in the

yield curve on the market value of the underlying

position. Thus, a BPV of ISK 1 million means that

a 0.01 percentage point upward shift in the yield

curve would result in a reduction of approximately

ISK 1million in themarket value of the underlying

asset.

Basis Indicator Approach

Standardised approach to calculate the capital re-

quirement for operational risk.

Capital Requirements Directive IV (CRD IV)

The CRD IV rules are based on the Basel III guide-

lines and came into force on17 July 2013. The su-

pervisory framework in the EU is designed to en-

sure the financial soundness of credit institutions

and reflectsEUglobal liquidity standards onbank-

ing capital adequacy.

Carrying Amount

Book value of loans as displayed in the Financial

Statements. The difference between gross carry-

ing amount and net carrying amount is the impair-

ment allowance.

ClaimValue

The remaining amount of obligor’s debt.

Collateral Board

TheAll RiskCommittee has appointed aCollateral

Board that reviewsandproposesguidelines for the

valuation of collateral and pledged assets to en-

sure that the valuation of collateral is co-ordinated

throughout the Bank.

Concentration Risk

The significantly increased risk of any type that

is driven by common underlying factors, e.g. sec-

tor, economy, geographical location, type of finan-

cial instrument or due to connections or relations

among counterparties. This includes large individ-

ual exposures or liabilities to parties under com-

moncontrol and significantexposures togroupsof

counterparties whose likelihood of default is driv-

en by common underlying factors.

Country Risk

The risk of losses that may occur due to economic

difficulties or political unrest in countries to which

the Bank has exposures.

Credit Risk

Current or prospective risk to earnings and capital

arising from an obligor’s potential failure to meet

the terms of any contract with the Bank or other-

wise fail to perform as agreed.

Credit Risk Exposure

Credit risk exposure comprises both on-balance

sheet and off-balance sheet items. Exposure to

credit risk for on-balance sheet assets is the net

carrying amount as reported in the Consolidat-

ed Financial Statements. The exposure for off-

balance sheet items is the amount that the Bank

might have to pay out against financial guarantees

and loan commitments, less provisions the Bank

has made because of these items. Because of off-

balance sheet items, the credit exposure does not

reconcile with the carrying amount in the Consol-

idated Financial Statements. For capital require-

ment purposes, credit conversion factors are ap-

plied to guarantees and undrawn commitments.

Forderivativecontracts, theexposure is calculated

by adding potential future credit exposure to the

positivemarket value of the contract.

Currency Risk

The risk that earnings or capital may be negatively

affected from the fluctuations of foreignexchange

rates, due to transactions in foreign currencies or

holding assets or liabilities in foreign currencies.

Default

The Bank’s definition of default simultaneous-

ly satisfies the requirements in the definition of
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stage 3 according to IFRS 9, the definition of de-

fault according to article 178 of CRR and the def-

inition of non-performing exposure used in FIN-

REP. Obligors are in default if (a) it is the opinion

of the Bank that it is unlikely that they will fulfil

the terms of their contracts or (b) they are more

than 90 days past due on a material credit obli-

gation. Defaults are defined on the obligor level

rather than the facility level.

ExpectedCredit Loss (ECL)

The annual expected credit loss (ECL) for a single

obligor depends on the probability that the oblig-

or defaults within the horizon of one year (PD), the

expected exposure at time of default (EAD) and

the loss given default (LGD).

Under IFRS 9, all loans are required to carry an

impairmentallowanceofeither12-monthexpect-

ed credit loss or, in case of a significant increase

in credit risk since origination, lifetime expected

credit loss. This impairment allowance is calculat-

ed using several different scenarios for the future

economic development and the final result is the

probability-weighted average of the ECL in these

scenarios.,

Exposure at Default (EAD)

Expectedcredit exposureof a facility at the timeof

default.

Forbearance

For a loan to be considered as forborne, two con-

ditions need to apply: (1) The Bank has agreed

to changes to the terms of the loan that would

normally not be offered to the customer and (2)

the customer was in financial difficulties, making it

hard for them to uphold the loan contract, at the

time the termswere changed.

HighQuality Liquid Assets (HQLA)

Assets that canbeeasily and immediately convert-

ed into cash at little or no loss of value and include

Central Bank certificates of deposits, government

bonds and corporate debt securities.

Indirect Exposure

An exposure to counterparties that is not direct

but becomesdirect at the event of default of other

counterparties.

Inflation Risk

The risk that earnings or capital may be negatively

affecteddueto inflation (changes in theConsumer

Price Index or CPI).

Interest Rate Risk

Current or prospective risk to earnings or capital

arising from adverse movements in interest rates.

Main sourcesof interest rate risk are re-pricing risk,

yield curve risk, basis risk and optionality risk.

Internal Capital Adequacy Assessment Process

(ICAAP)

The ICAAP includes an evaluation of the capital

required under Pillar 2-R. The Bank identifies and

measures its risks and ensures sufficient capital in

accordance to the Risk Appetite Statement. The

assessment isbasedonminimumcapitalunderPil-

lar 1 and capital required add-on for other risk fac-

tors under Pillar 2-R. In the ICAAP process, the

Bank performs stress tests, aiming to detect the

sensitivity of the Bank’s operations to changes in

the operating environment and to ensure that the

Bank holds sufficient available capital, even under

stressed operational conditions. Once a year a full

ICAAP report is submitted to the FME.

Internal Liquidity Adequacy Assessment Process

(ILAAP)

The ILAAP aims at ensuring that the Bank ade-

quately identifies and measures its liquidity risk,

holdsadequate liquidity at all times in relation to its

risk profile and uses sound risk management sys-

tems andprocesses to support it. Once a year a full

ILAAP report is submitted to the FME.

Large Exposure

Anexposure to agroupof connectedclients that is

10% ormore of theGroup’s capital base.

Legal Risk

The risk to earnings or capital arising from uncer-

tainty in the applicability or interpretation of con-

tracts, law or regulation, for example when legal

action against the Bank is concluded with unex-

pected results, when contracts are not legally en-

forceable or rendered illegal by a court’s ruling.

Leverage Ratio

A non-risk based measure which is calculated by

dividing Tier 1 capital with the sum of total assets

and adjusted off-balance sheet exposures. A low-

er leverage ratio indicates higher leverage.

Liquidity Coverage Ratio (LCR)

The proportion of HQLA to net cash outflow over

the next 30 calendar day period.

Liquidity Risk

The risk of not being able to fund financial obliga-

tions or planned growth, or only being able to do

so substantially above the prevailing market cost

of funds.

Pillar 3 Report 2018 Definitions

59



Loan-to-Value Band

The loan-to-value (LTV) of a portfolio can be rep-
resented by considering how each ISK lent is dis-
tributed in loan-to-valuebands. In thebreakdown,
every ISK is categorisedaccording to its seniority in
the total debt on the underlying property. The first
band represents the part of the portfolio that falls
in the 0-10%LTVband, the second represents the
part that falls in the 10-20% LTV band and so on.

Loss GivenDefault (LGD)

Expected loss on a credit facility in the case of de-
fault, as fraction of the exposure at default. Any
cost relating to repossession of collateral is includ-
ed in the LGD.

Loss Rate

Theprobability that theBankwillneedtoclaimcol-
lateral or experience a loss, given that the obligor
defaulted.

Loss Severity

The percentage of exposure at default that is lost
in the case of loss or repossession of collateral.

Market Risk

Current or prospective risk to earnings and capi-
tal arising from adverse movements in the level or
volatility of prices of market instruments, such as
those that arise from changes in interest rates, eq-
uity prices and foreign exchange rates.

Net Stable Funding Ratio (NSFR)

The proportion of long-term assets to long-term
stable funding with a time horizon of one year.

Non-Performing Loans (NPL) Ratios

A way to measure asset quality for loans to cus-
tomers. A facility is non-performing if it is in stage

3 according to IFRS 9 or the obligor is in default.

The ratio is based on the gross carrying amount.

Obligor

A customer that has a loan or other credit facility

with the Bank.

ObservedDefault Frequency (ODF)

The ratio of customers that defaulted during the

observed period.

Operational Risk

The Bank’s definition of operational risk includes

reputational risk, legal risk,model risk, conduct risk

and compliance risk among other risk factors.

Pillar 1

This contains generic rules for calculating credit,

market and operational risks to determine a bank’s

risk exposure amount (REA). It also stipulates the

minimum capital requirement.

Pillar 2-R

Supervisory Review and Evaluation Process

(SREP) and framework for banks’ Internal Capital

Adequacy Assessment Process (ICAAP) and

Internal Liquidity Adequacy Assessment (ILAAP).

Pillar 3

Disclosure requirements which promote market

disciplinebyallowingmarketparticipants toassess

the capital structure, risk exposures, risk assess-

ment process and hence the capital adequacy of

the institution.

Probability of Default (PD)

Probability that a counterparty will default within

the time horizon of 12months.

Reputational Risk

The risk to earnings or capital arising from adverse

perceptions of the Bank by customers, counter-

parties, shareholders, investors or regulators.

Risk andControl Self Assessment (RCSA)

A structured approach to identify and assess all

potential risks in order to plan appropriate actions

to mitigate them. The ultimate purpose of this

framework is to improve the way a bank operates

through a regular reviewof policies, processes and

systems. The RCSA process is undertaken at least

once a year by all units within the Bank.

Risk Class

Each obligor is categorised in one of ten risk class-

es. The risk classes 1–9 are for performing obligors

and reflect the 12-month probability of default.

Risk class 10 is for obligors that are in default.

Risk Exposure Amount (REA)

Riskweightedexposurevalue i.e. theexposureval-

ue after considering the risk inherent in the asset.

Settlement Risk

The risk that a party will fail to deliver on the terms

of a contract at the time of settlement. Settlement

loss can occur because of default at settlement

and because of any timing differences in settle-

ment between two parties. The amount at risk or

thepotential loss is theprincipal of the transaction.

SubordinatedDebt

Debt that ranks after other debts should a compa-

ny fall into receivership or go bankrupt.
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Supervisory Review and Evaluation Process

(SREP)

Through the SREP, the regulator assesses the risk

management framework of the Bank andwhether

the Bank’s capitalisation and liquidity is adequate

for its risk profile and business strategy. As part of

the SREP, the regulator reviews the Bank’s ICAAP

and ILAAP reports but the review can also include

on- or off-site inspections of specific parts of the

operations.

Tier 1 Capital

Tier 1 capital is composed of Common Equity Tier

1 capital and Additional Tier 1 capital, less regula-

tory deductions.

– CommonEquity Tier 1 capital: Consists of paid-

in share capital, share premium account and

other premium accounts, reserve accounts and

retained earnings, net of the book value of own

shares or guarantee capital certificates, good-

will, deferred tax credit and other intangible as-

sets.

– Additional Tier 1 capital: Contingent convert-

ible capital and non-innovative hybrid capital

subject to conditions on maturity, repayment,

interest and conversion to equity as defined in

rules and regulations.

– Regulatory deductions include for example

holdings in financial institutions and tax assets.

Tier 2 Capital

Tier 2 allows for inclusion of subordinated loans

which state clearly that the repayment period of

the loan is not less than five years with further re-

strictions defined in rules and regulations.

Total Capital Base

Tier 1 capital in addition to Tier 2 capital.

Total Capital Ratio

Total capital base divided by risk-weighted assets.

(Also referred to as solvency ratio.)

Trading Liquidity Risk

Therisk that theBank isunable toeasily liquidateor

offset a particular position without movingmarket

prices due to inadequate market depth or market

disruption, thus negatively affecting the earnings

or capital.

Value-at-risk (VaR)

A statistical method used to measure and quanti-

fy the level of financial risk within a portfolio over a

specified time horizon at given confidence levels.

Yield Curve

A curve displaying interest rates across the spec-

trum of maturities for bonds which are otherwise

identical or very similar.
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AGM Annual GeneralMeeting

ALCO Asset and Liability Committee

AML Anti-Money Laundering

AMM AdditionalMonitoryMetrics

ARC All Risk Committee

ASF Available Stable Funding

AT1 Additional Tier 1

BPV Basis Point Value

CAE Chief Audit Executive

CB Central Bank

CCF Credit Conversion Factor

CEO Chief ExecutiveOfficer

CET1 CommonEquity Tier 1

CIRS Cross-Currency Interest Rate Swaps

CIU Collective Investment Undertakings

CLTV Combined Loan to Value

CPI Consumer Price Index

CRD IV Themost recent CRD andCRR

CRD Capital Requirements Directive

CRR Regulation on Prudential

Requirements for Credit Institutions

and Investment Firms

CRO Chief RiskOfficer

COREP CommonReporting Standards

EAD Exposure at Default

EBA European Banking Authority

EEA European Economic Area

ECL ExpectedCredit Loss

EU EuropeanUnion

FINREP Financial Reporting Standards

FME The Icelandic Financial Supervisory

Authority

FS Financial Statements

FX ForeignCurrency

GDPR General Data Protection Regulation

GMTN GlobalMedium-TermNote

HQLA HighQuality Liquid Assets

IAS International Accounting Standard

IC Investment Committee

ICAAP Internal Capital Adequacy

Assessment Process

IFRS International Financial Reporting

Standards

ILAAP Internal Liquidity Adequacy

Assessment Process

IRRBB Interest Rate Risk in the Banking Book

IRS Interest Rate Swaps

ISDA International Swaps andDerivatives

Association

ISK Icelandic Króna

KRI Key Risk Indicators

LCR Liquidity Coverage Ratio

LCP Liquidity Contingency Plan

LED Loss Event Database

LGD LossGivenDefault

LTV Loan to Value

NPL Non-Performing Loans

NSFR Net Stable Funding Ratio

ODF ObservedDefault Frequency

OSC Operations and Security Committee

O-SII Other Systemically-Important

Institutions

PD Probability of Default

RB Reiknistofa Bankanna

RCSA Risk andControl Self-Assessment

RSF Required Stable Funding

REA Risk Exposure Amount

SCC Senior Credit Committee

SREP Supervisory Review and Evaluation

Process

STIBOR Stockholm InterbankOffered Rate

TSCR Total SREPCapital Requirement

VaR Value at Risk
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